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Preface

This manual explains the concepts you need to understand and the
tasks you perform to manage and customize the DG/UX™ system to
meet the needs of your workplace.

See these other manuals for coverage of specialized management
topics and tasks:

Achieving High Availability on AViiON® Systems

Analyzing DG/ UX™ System Performance

Installing and Managing Printers on the DG | UX™ System
Installing the DG | UX™ System

Managing Mass Storage Devices and DG | UX™ File Systems
Managing Modems and UUCP on the DG | UX™ System

Managing ONC™ [ NFS® and Its Facilities on the DG /UX™ System
Managing TCP/IP on the DG/ UX™ System

This manual assumes that you are familiar with computers but not
necessarily familiar with the DG/UX system or other UNIX®

operating systems. While detailed knowledge of the UNIX operating
system is not required, it is helpful to know:

The general file system layout of the UNIX operating system
How to use UNIX commands

How to use a shell

How to work within the UNIX directory structure

This manual covers these topics as they pertain to system
management tasks. For more information on these topics, see Using
the DG /UX™ System.

How this manual is organized

The manual contains the following chapters:

Chapter 1 System management tasks
Summarizes the jobs involved in managing a
DG/UX system.

Chapter 2 System management tools
Explains the software tools you use to manage a
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How this manual is organized

Chapter 3

Chapter 4

Chapter 5

Chapter 6

Chapter 7

Chapter 8

Chapter 9

Chapter 10

Chapter 11

DG/UX system. Includes a description of the
sysadm utility, Data General’s menu-based system
administration tool.

Booting, rebooting, and shutting down the
system

Explains how to boot and shut down the system and
how to control the system processing involved in
booting and shutting down the system.

DG/UX files, directories, and swap areas
Describes the directory structure of DG/UX, how to
work with files and directories, the contents of
directories shipped with DG/UX, and how to control
and reduce the size of automatically generated files.

Users, user groups, and user licenses
Explains how to manage users and their login
accounts, user groups, and user licenses.

Jobs, processes, and system activity
Explains how to automate and schedule job
execution, control processes, and monitor and
control system activity.

Error logging, system dumps, and failure
recovery

Explains how to monitor system health, collect and
view system and network messages and errors,
detect and recover from system hangs, recover from
system failures, create a system dump and
diagnostic tape for STR submission, and avoid
interruptions due to power failures.

Backing up and restoring files and file
systems
Explains how to back up and restcre data.

Localizing the DG/UX system

Explains how to set the system date and time, and
how to tailor the DG/UX system for users based on
regional and cultural specifics.

Terminals, ports, and tty lines
Explains how to set up and manage terminals,
ports, and tty lines for use with the DG/UX system.

Service Access Facility (SAF)

Describes how to use the command line features of
the Service Access Facility (SAF) to manage port
monitors and services.

iv
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Related manuals

Chapter 12

Chapter 13

Chapter 14

Chapter 15

Chapter 16

Chapter 17

Chapter 18

Chapter 19

Chapter 20

Controllers

Explains how to set up and manage synchronous
WAN controllers, LAN controllers, VDA controllers,
and virtual terminal controllers (VTCs).

Loading and setting up application software
Explains how to load and set up software other than
the DG/UX system, such as the X Window System
and TCP/IP.

Setting up secondary operating systems in
software release areas

Explains how to install a different release of the
DG/UX system or another vendor’s UNIX operating
system on an OS server’s disk for use by OS clients.

Building and booting the DG/UX kernel
Explains when and how to build and boot a kernel.

Accounting

Describes how to use the accounting system to
monitor the use of system resources and generate
and print summary reports.

Security
Describes policies and tools you can use to enforce
security on a standard DG/UX system.

OS servers and clients
Explains how to set up and manage operating
system (OS) servers and clients.

X terminal clients
Explains how to set up and manage X terminal
clients.

DG/UX device names

Explains the device name format recognized by the
DG/UX system and gives examples of valid device
names.

Related manuals

Refer to the following documents for details on some features
mentioned in this manual. You can order any of these manuals from
Data General by mail or telephone, as shown on the TIPS Order
Form in the back of the manual.

Achieving High Availability on AViiON® Systems (093—701133).
Describes the hardware and software components of

093-701088-05
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Related manuals

high-availability systems. Provides instructions for managing
high-availability features of the DG/UX system. Explains how to set
up AViiON systems in failover configurations, including examples of
typical configurations.

Analyzing DG | UX™ System Performance (093-701129). Tells how
to analyze DG/UX system performance and fine-tune a system.
Explains how the DG/UX system uses the CPU, virtual memory, file
systems, and I/O devices.

Installing and Managing Printers on the DG | UX™ System
(093-701132). Describes how to install, configure, and manage
printers on the DG/UX system. It provides instructions for
connecting cables, selecting the proper stty options and emulation
modes, and troubleshooting printer problems.

Installing the DG /UX™ System (093-701087). Describes how to
install the DG/UX operating system on AViiON hardware.

The Kornshell Command and Programming Language
(093-701105). Provides a tutorial to the Kornshell command
language and interface, explains how to create scripts using this
language, and provides examples and reference pages.

Learning the UNIX® Operating System (069-701042). Helps
beginners learn UNIX fundamentals through step-by-step tutorials.
Published by O’Reilly and Associates and available from Data
General.

Legato NetWorker Administrator’s Guide (069-100495). This manual
explains the setup and maintenance procedures for the NetWorker
backup software, including the NetWorker server, its clients, and
backup devices.

Legato NetWorker User’s Guide (069-100496). Explains how to use
the NetWorker file backup software. Shows how to mount backup
tape volumes, request backups, browse through backed-up files, and
restore them to disk.

Managing Mass Storage Devices and DG /UX™ File Systems
(093-701136). Explains how to manage disk and tape drives. Also
explains DG/UX file systems, virtual disks, mirrors, and caching.

Managing Modems and UUCP on the DG /| UX™ System
(069-000698). Describes how to install and set up a modem that is
compatible with the Hayes SmartModem™ in the DG/UX
environment. Also describes how to set up and customize UUCP on
the DG/UX system.

Managing ONC™ [ NFS® and Its Facilities on the DG [UX™ System
(093-701049). Explains how to manage and use the DG/UX

Vi
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Related manuals

ONC™/NFS® product. Contains information on the Network File
System (NFS), the Network Information Service (NIS), Remote
Procedure Calls (RPC), and External Data Representation (XDR).

Managing TCP/IP on the DG /UX™ System (093-701051). Explains
how to prepare for setup of Data General’s TCP/IP (DG/UX)
package on AViiON computer systems. Tells how to tailor the
software for your site, and use sysadm to manage the package and
troubleshoot system problems.

Programmer’s Guide: STREAMS (UNIX System V Release 4)
(093-701106). Describes the STREAMS interface facility and how to
use it. The STREAMS facility provides special queuing, messaging
and buffering functions that simplify addition and deletion of
modules of code. For information on how STREAMS works in the
DG/UX system and descriptions of important kernel-level utility
routines, see Programming in the DG /UX™ Kernel Environment
(093-701083). Programmer’s Guide: STREAMS (UNIX System V
Release 4) is published by Prentice Hall.

Using AViiON® Diagnostics and the AV [ AlertSM Diagnostic Support
System (014-002183). Describes diagnostic products available for all
AViiON computers. Provides steps for enabling and operating the
AV/Alert system, and for using the utilities of the stand-alone
AViiON System Diagnostics.

Using the DG | UX™ Editors (069-701036). Describes the text editors
vi and ed, the batch editor sed, and the command line editor
editread.

Using the DG | UX™ System (069-701035). Describes the DG/UX
system and its major features, including the C and Bourne shells,
common user commands, the file system, and communications
facilities such as mailx.

X Window System™ User’s Guide, OSF [ Motif™ Edition
(069-100229). Describes window concepts, the application programs
(clients) commonly distributed with the X Window system, and how
you can expect programs to operate with the OSF/Motif interface.

Managing Security on the Trusted DG | UX™ System (093-701038).
Describes security-related system administration tasks for the B1
and C2 versions of the Trusted DG/UX system.

Managing Auditing on the Trusted DG | UX™ System (93-701039).
Describes administration tasks related to the audit system of the
B1 and C2 versions of the Trusted DG/UX system.

Using Security Features on the Trusted DG | UX™ System
(093-701037). Describes how to use security features provided with
the B1 and C2 versions of the Trusted DG/UX system.

093-701088-05
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Format conventions

Format conventions

This manuals uses certain typefaces and symbols as follows.

Typeface/Symbol Means

boldface In command lines and command format
lines: Indicates text and punctuation that
you type verbatim from your keyboard.

typewriter Represents a system response on your
screen. Command format lines also use this
font.

italic In command format lines: Represents

variables for which you supply values; for
example, the names of your directories and
files, your username and password, and
possible arguments to commands.

[optional] In command format lines: These brackets
surround an optional argument. Don’t type
the brackets; they only set off what is
optional. The brackets are in regular type
and have a different meaning from the
boldface brackets shown next.

[ 1 In command format lines: Indicates literal
brackets that you should type. These
brackets are in boldface type and should not
be confused with the regular type brackets
shown above.

The ellipsis means you can repeat the
preceding argument as many times as
desired.

$, % and # The $ is the Bourne and Korn shell prompt;
the % is the C shell prompt; and # is the
superuser prompt for all three shells.

) Represents the New Line key. If your
terminal keyboard has no New Line key,
press the Enter or Return key.

<> Angle brackets distinguish a command
sequence or keystroke (such as <Ctrl-D>,
<Esc>, and <3dw>) from surrounding text.

xxx-> yyy-> zzz This indicates a series of menu selections.
For example, Device-> Disk-> Physical
means select Device, Disk, and then
Physical.

T
\"11] Licensed Material — Property of Data General Corporation 093-701088-05



Contacting Data General

Contacting Data General

Manuals

Data General wants to assist you in any way it can to help you use
its products. Please feel free to contact the company as outlined
below.

If you need additional manuals, please use the enclosed TIPS order
form (United States only) or contact your Data General sales
representative.

Telephone assistance

If you are unable to solve a problem using any manual you received
with your system, free telephone assistance is available with your
hardware warranty and with most Data General software service
options. If you are within the United States or Canada, contact the
Data General Customer Support Center (CSC) by calling
1-800-DG-HELPS. Lines are open from 8:00 a.m. to 5:00 p.m., your
time, Monday through Friday. The center will put you in touch with
a member of Data General’s telephone assistance staff who can
answer your questions.

For telephone assistance outside the United States or Canada, ask
your Data General sales representative for the appropriate
telephone number.

Joining our users group

Please consider joining the largest independent organization of
Data General users, the North American Data General Users
Group (NADGUG). In addition to making valuable contacts,
members receive FOCUS monthly magazine, a conference discount,
access to the Software Library and Electronic Bulletin Board, an
annual Member Directory, Regional and Special Interest Groups,
and much more. For more information about membership in the
North American Data General Users Group, call 1-800-253-3902 or
1-508-443-3330.

End of Preface
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System management tasks

This chapter introduces you to basic tasks you perform to manage
the DG/UX system.

Installing the DG/UX system

One of the first jobs you may have is installing the DG/UX system
on your computers. For how to install the DG/UX system, see
Installing the DG | UX™ System.

Communicating with users

Try to provide as much advance notice as possible to users about
events affecting the use of the system. When you must take the
system out of service, be sure to tell users when the system will be
available again.

You may want to keep the following guidelines in mind before
performing any task that will require the system to leave the
multi-user state.

® When possible, schedule system maintenance during periods of
low system use.

® See if anyone is logged in before taking any actions that affect
users. Always give users enough time (at least 60 seconds) to
finish whatever they are doing and log off before taking
stand-alone or server systems down.

For how to use utilities available for communicating with users to
inform and alert them about system developments, see Chapter 2.

Maintaining a system log

We recommend that you maintain a detailed system log, both on
paper and on disk, of the status of your system. This log may
contain the following information:

® What devices are configured into the current kernel.
Configured devices are listed in the system file which is located
at /usr/src/uts/aviion/Build/system.name, where name is
usually the host’s name.

® Equipment and system configuration changes (dates and
actions)
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Maintaining a problem log

® A record of any system panics and hangs and activities
occurring at the time of failure

® Maintenance records (dates and actions)
® A record of problems and solutions

Whatever format you choose for your log, make sure that the
system log and the items noted there follow a logical structure. The
way you use your system will dictate the form that the logs takes
and the diligence with which you maintain it. A system log book can
be a valuable tool when trouble-shooting transient problems or
when trying to establish system operating characteristics over a
period of time.

For problems you encounter after attempting failure recovery, we
request that you fill out a Software Trouble Report (STR) and
deliver it to the Data General Customer Support Center. For more
information on STRs, see the DG/UX system release notice, shipped
on-line in the /usr/release/dgux_5.4R3.10.rn file.

Maintaining a problem log

You may find it useful to log problems experienced by your users
and their solutions in a problem log. With a well-maintained log,
you can not only keep track of the solutions to common problems,
you may also be able to detect patterns in the problems you
encounter, possibly indicating ways in which you can improve
service for your users.

Managing mass storage devices and
DG/UX file systems

You must set up and maintain mass storage devices such as disk
drives and tape drives to give users access to data. On drives and
other mass storage devices, you set up DG/UX file systems to give
both your users and the DG/UX system access to data.

For information on how to set up and manage mass storage devices
and DG/UX file systems, see Managing Mass Storage Devices and
DG /UX™ File Systems.

Managing modems and UUCP

If users of your system have a need to communicate using modems
and the UUCP product, see Managing Modems and UUCP on the
DG/ UX™ System.
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Managing printers

Managing printers

You must set up printers and make them accessible by the DG/UX
system for users to print file contents. For information about
printers, see Installing and Managing Printers on the DG/ UX™
System.

Monitoring system activity

The DG/UX system provides utilities that let you gather and review
statistics on CPU performance, disk and terminal I/0O, memory
usage, process communication and execution, paging and memory
usage statistics, and other system activity. When the system
appears to be functioning erratically, or simply as a matter of
course, you may want to review the system activity data.

For information on and how to use these utilities, see Chapter 6.
For how to use these utilities to assist you in improving system
performance, see Analyzing DG/ UX™ System Performance.

Monitoring and controlling processes

A process is any program currently running on the system. The
term refers not only to the executing program code but also to the
program’s environment and state for that instance of execution.

There will be times when you want to cancel or kill a process, or
change the priority of the process to lessen or increase the amount
of computer time it consumes. For how to monitor and control
process activity, see Chapter 6.

Handling system errors and messages

Various system facilities produce messages during normal operation
and when they encounter errors and other unexpected conditions.
Sysadm automates a procedure for using the system error log. See
Chapter 7 for more information.

Monitoring mail for administrative IDs

Some system services send mail to the root user about urgent or
abnormal events. Your root mail file may also receive messages
addressed to postmaster, sysadm, or another administrative title
at your site.

If you log in as a normal user and use su to become the superuser
as needed, you may not see the root mail notification message that
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Automating job execution

appears at login. Therefore, you should check the mail for root
occasionally, or add a line to one of your personal configuration files
(such as .profile, .login, or .cshre) that checks for root mail when
you log in.

Automating job execution

You may find it helpful to schedule jobs to run on a regular basis, or
at times when the demand for the system is low. For example, you
may have a script that checks disk free space and file system
security. With the cron facility, you can schedule this script to run
once a week or every night, for instance. With the at and batch
facilities, you can schedule jobs at low priority or at any time you

specify.

For how to use the cron, at, and batch facilities to schedule jobs,
see Chapter 6.

Improving performance

There are different strategies and software tools you can use to
analyze and improve the performance of your system. For example,
you can change the values of some system parameters to handle
your system load better and improve performance. Also, if you run
applications with special performance needs, you can experiment
with different combinations of parameter values to find an optimal
set to support those needs.

For descriptions of tunable system parameters, see the
/usr/etc/master.d/dgux file and Analyzing DG/ UX™ System
Performance. For how to use the system parameters to control
system performance, and for explanations of strategies and tools
you can use to improve the performance of your system, see
Analyzing DG/ UX™ System Performance.

Achieving high availability

High availability is the state of your computer operations when you
can provide users with near-continuous availability of system
resources and services. No single system component can provide
high availability. However, you can maximize system availability
and minimize downtime by strategic integration of hardware and
software resources and services.

For a detailed explanation of high availability and the solutions
Data General provides to help you achieve it, see Achieving High
Availability on AViiON® Systems.
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Setting the system time

Setting the system time

The physical location of your computer operation determines the
time you should set on your system. For how to set the time on your
system, see Chapter 9.

Setting native language characteristics

The location of your computer operation and the linguistical and
cultural background of your users determine the types of input the
system should accept and the style of system’s output. For example,
certain DG/UX commands can accept native language responses to
yes or no questions. Customizing your system to understand the
characteristics of a French speaking location, for example, enables
these commands to accept oui and o as valid responses in addition
to the English language responses yes and y.

When you customize the DG/UX system to function within the
geographical and linguistical context your users expect, you are
localizing the system. In addition to allowing recognition of native
language responses, localizing the DG/UX system can enable the
display and recognition of culturally recognized currency symbols,
the performance of sort operations using different collating
sequences, and the culturally appropriate display of commas and
decimal points in numerals.

For a complete discussion about localizing the DG/UX system and
how to do it, see Chapter 9.

Backing up files and file systems

For how to back up files and file systems, and how to restore
backups, see Chapter 8.

Maintaining and verifying system

security

The DG/UX system provides a number of security features. If your
operating environment requires a high degree of security, you may
want to use the Trusted DG/UX systems that provide B1 and C2
levels of security.

For how to maintain a secure DG/UX system, see Chapter 17. For
information about the Trusted DG/UX systems, contact your Data
General representative.

End of Chapter
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2 System management tools

This chapter discusses software tools you can use to manage the
DG/UX system and how to use them. It also provides brief
explanations of the AViiON® computer configurations you may
manage.

For a complete discussion of the DG/UX system’s user environment,
including complete coverage of the shells, user commands, and
editors, see Using the DG /UX™ System and Using the DG | UX™
System Editors. There is also a discussion of the vi editor in
Chapter 4.

Logging in to the DG/UX system

You can log in to the system when the login prompt is on the screen.
The login prompt you see depends on whether you’re using a
graphics monitor or an alphanumeric display terminal.

Logging in with a graphics monitor

If your system console is a graphics monitor and you installed the
X Window System package, you see the following login box with
four control buttons displayed on the screen (see Figure 2-1).

S sesaanee eeee———— o ——

AViiON — DG/UX 5.4Rn.nn

Login:
Password:

safe | I

Reset | r Restart | Ii:rminatel [Fail

Figure 2-1  Login screen for a graphics monitor
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Logging in to the DG/UX system

IMPORTANT:

On your screen, the n.nn is replaced by the number of the DG/UX
release running on the system; for example, 3.10 if DG/UX 5.4
Release 3.10 is running.

The four buttons along the bottom of the screen are aids to
controlling the X server, the program that controls the display of
information:

Reset Resets the X server. The X server is not terminated.
Restart Terminates the X server, then restarts it.

Terminate Terminates the X server, giving control to a single
VT100 terminal emulation screen.

Failsafe Is a toggle button limiting startup to a single Xterm
window.

If you choose to exit the X Window environment and continue the
procedures in a single VI'100 terminal screen environment, move
the cursor to the “Terminate” button and click. To return to the X
Window environment, enter xdm at the login prompt. The

X Window environment will be restored.

A single window and a login prompt appear.

Logging in with an alphanumeric display terminal

Figure 2-2 shows a login display for an alphanumeric terminal,
with superuser sysadm logging into system bob.

bob

Password:

DG/UX 5.4R3.00 AViiON
Console login: sysadm

Copyright (c) Data General Corporation, 1984-1994
All Rights Reserved

# #
# WARNING #
# #
# ACCESS TO AND USE OF THIS SYSTEM IS RESTRICTED TO #
# AUTHORIZED INDIVIDUALS #
# #
# Data General AViiON DG/UX System #
# #
#

Figure 2-2

Alphanumeric display terminal as a system console
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The superuser and administrative logins

In this alphanumeric display example, bob is the nodename you
specified during TCP/IP setup. The login banner appears, followed
by the superuser prompt (#). In this case, a password was not
needed to login.

The superuser and administrative logins

IMPORTANT:

The DG/UX system restricts certain administrative commands and
operations to the superuser. The superuser can execute, open, read,
delete, or change any file in the system. Two default superuser
logins, root and sysadm, exist on all DG/UX systems and can
override any file permission settings. These two logins are also
considered administrative logins.

To become the sysadm or root superuser, you can log in using one
of these logins. If you are already logged in with another login, you
can become the superuser by executing the su command with the -
(hyphen) option followed by the desired login name. Either way, you
must know the password for a superuser login to become that
superuser.

To become sysadm after login, enter:

% su - sysadm )

The su command prompts you for the sysadm password. After you
enter the password and become the sysadm superuser, you see the
superuser prompt, #, instead of one of the user prompts (% or 3).

You should assign passwords to the sysadm and root superusers.
If these superuser logins have no passwords, anyone can log in to
your system with the pervasive privileges of these logins and pose a
major threat to the security and stability of your system.

You should use the sysadm rather than the root login when
performing administrative tasks, so that commands executed can be
performed and output generated in the /admin directory rather
than the / directory, the home directory of the root login.

The DG/UX system can convey system file ownership among 12
login names. Five of these login names function normally; that is,
you can become these with su. The other seven are for system use
only; that is, you never actually log in with them. If you look at the
/etc/passwd file, you'll see that the system logins have an asterisk
(*) in the password field, meaning that no one can log in with these.

Table 2—1 shows the administrative and system logins.
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The superuser and administrative logins

Table 2-1

Default DG/UX administrative and system logins

Login

How It Is Used

root

This login has no restrictions. It overrides all process and file
permissions. The sysadm login has the same unlimited access
privileges as root.

xdm

Your system has this login only if you have installed the X11 package.
Logging in as xdm executes telxdm, the xdm control utility. See the
telxdm manual page for more information. xdm is the X Window
System session manager for systems with graphics capabilities.

sysadm

Same as root, except the login directory is /admin. You should use
this login for performing administrative tasks.

daemon *

This is the login of the system daemon, which controls background
processing.

bin *

This login owns the files in /usr/bin.

sys *

This login owns the files in /usr/sre.

adm

This login owns the files in /var/adm.

uucp *

This login owns the object and spooled data files in /usr/lib/uucp and
/etc/uucp. To make UUCP connections, systems log in to other
systems with the UUCP login and initiate file transfers via
fusr/lib/uucp/uucico.

nuucp

You can log in to the system as nuucp and perform general
administrative tasks. Some UUCP facilities may send messages to
nuucp’s mail file (/var/mail/nuucp by default).

This login owns the object and spooled data files in /var/spool/lp,
/ete/lp, and /usr/lib/lp.

mail *

This is the login of the electronic mail facilities. Some system facilities
may send messages to mail’s mail file (/var/mail/mail by default).

sync *

Logging in as sync causes the system to execute the sync(1M)
command before returning you to the login prompt. The sync
command no longer performs any function; therefore, logging in as
sync has no effect at all. The sync command and the sync login exist
only for compatibility with previous revisions of the system.

In Table 2-1, only those entries without asterisks can be used as
actual logins; the others are for system use only. Additional
software packages may add other logins to the /etc/passwd file.

Recovering forgotten superuser passwords

If you forget both of the superuser (root and sysadm) passwords,
follow the steps in this section to set a new one. You may be in
either of two situations when you realize that you have forgotten
the superuser passwords:
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Tools for communicating with users

® You are logged on as root or sysadm, and you have the #
prompt. Simply run the passwd command and set a new root
and/or sysadm password.

® You are not currently logged on as root or sysadm. For
instance, you may be logged on as yourself and have the normal
shell prompt. Because there is no way to access the root or
sysadm logins, you will have to bring the system down in what
is called an “unclean” halt.

If the latter condition is the case, go to the system console and do
the following:

1. Use the wall command to warn users that the system is
about to go down.

Wait until users have logged off or have at least terminated any
processes (such as editors) that write to disk files.

2. Wait 60 seconds before resetting your system.

You reset your system either by pressing the reset button or by
entering the hot-key sequence at the system console. The hot-key
sequence consists of three pairs of square brackets (1[ 1[ 1[)
pressed while you hold down the control key:
<Ctrl-]>  <Ctrl-[> <Ctrl-]> <Ctrl-[> <Ctrl-]> <Ctrl-[>
Resetting the system takes you to the SCM prompt.

3. Reboot your system to bring it up to single-user mode.

If you have configured your system to come up to a run level other
than single-user mode, you need to specify the —S option on the
SCM boot command line. For example:

SCM> b sd(cisc(),0)root:/dgux -S )

4, If the attempt to boot fails because the root file system is
corrupt, boot stand-alone sysadm, either from disk or from
the release tape, and check the root file system.

If you need to repair damaged DG/UX system files, see Chapter 7.

5. Once you are in single-user mode, assign new root and
sysadm passwords with the passwd command.

Tools for communicating with users

This section discusses several of the utilities you can use to keep
your users informed of system news and administrative
developments.

Message of the day (motd)

You can put items of broad interest that you want to make available
to all users in the /etc/motd file. The contents of /etc/motd are
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Tools for communicating with users

News

displayed on the user’s terminal as part of the login process. The
login process executes global files called /etc/profile for sh and ksh
users and /etc/login.csh for csh users. In these files is commonly
contained the command:

cat /etc/motd

Any text contained in /ete/motd is displayed for each user each
time the user logs in. For this information to have any impact on
users, you must take pains to use it sparingly and to clean out
outdated announcements. A typical use for the Message of the Day
facility might be to publicize down-time:

5/30: The system will be down from 6-1lpm Thursday
for preventive maintenance. Call Bob if you have a
problem with this.

The news facility, an electronic bulletin board, provides a
convenient means of distributing announcements to users. The
facility maintains a directory, /usr/news, where you can put
announcements in text files, the names of which are usually used to
provide an indication of the content of the news item. The news
command displays the items on your terminal.

You can also use the /etc/profile or /etc/login.csh file to inform
users about news items. A typical /etc/profile contains the line:

news -n

The -n argument causes the names of files in the /usr/mews
directory to be printed on a user’s terminal as the user logs in. Item
names are displayed only for current items, that is, items added to
the /usr/mews directory since the user last looked at the news. The
idea of currency is implemented like this: when you read a news
item an empty file named .news_time is written in your login
directory. As with any other file, .news_time carries a time stamp
indicating the date and time the file was created. When you log in,
the system compares the time stamp of your .news_time file and
time stamp of items in /usr/mews.

Unlike /ete/motd, where users have no ability to turn the message
off, with news users have a choice of several possible actions:

read everything

If the user enters the command, news with no arguments, all news
items posted since the last time the user typed in the command are
printed on the user’s terminal.

2-6
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select some items
If the news command is entered with the names of one or more
items as arguments, only those items selected are printed.

read and delete

After the news command has been entered, the user can stop any
item from printing by pressing the DELETE key. Pressing the
DELETE key twice in a row stops the program.

ignore everything

If the user is too busy to read announcements at the moment, the
messages can safely be ignored. Items remain in /usr/news until
removed. The item names will continue to be displayed each time
the user logs in.

flush all items
If the user wants simply to eliminate the display of item names
without looking at the items, a couple of techniques will work:

® Use the touch(1) command to change the time-accessed and
time-modified of the .news_time file, thus causing news to
consider all existing news announcements as having already
been read. The following example shows how to use the touch
command for this purpose:

S touch .news_time ).

® Invoke news to read the articles, but direct the output to
/dev/mull. Like the previous technique, this one causes news to
update the time stamp of the .new_time file:

S news > /dev/null ),

Broadcast to all users

With the wall command, you can broadcast messages to the screens
of all users currently logged on the system. While wall is a useful
device for getting urgent information out quickly, users tend to find
it annoying to have messages print out on their screens right in the
middle of whatever else is going on. The effect is not destructive,
but is somewhat irritating. It is best to reserve this for those times
when you need to ask users to log out of the system so that you may
perform an administrative task. For example:

% wall )
System going down at 3:00 for oil change -- Marv )
<Ctrl-D>

In network environments, there is also the rwall command. Use
the rwall command to send a message to all users on the specified
systems. For example:
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% rwall sales03 accounts lifers )
The new desk blotters are in! Bobbi.
<Ctrl-D>

DG/UX system mail

The DG/UX system has three electronic mail utilities that users can
use to communicate among themselves: mail, mailx, and xdgmail.
If your system is connected to others by networking facilities, you
can use these utilities to communicate with persons on other
systems.

The mail program is the basic utility for sending messages. The
mailx program uses mail to send and receive messages, but adds
some useful features for storing messages, adding headers, and
many other functions. The xdgmail program, which also provides a
number of extra features, is for workstation users in an OSF/Motif™
environment.

Users can, by default, send and receive mail when you add them to
the system with the Add operation. A simple example of using
mailx follows.

Assume that Poulet wants to send a mail message to Moe. He types:

$ mailx moe )
Subject: rubber chicken )

Please return my chicken when the puppet show is over. l
<Ctrl-D>

Poulet enters a subject line when prompted, presses Enter, and
then types the message. When finished, he presses <Ctrl-D> on
the next line after finishing the message, and the message is
mailed. The next time Moe presses the Enter key, or when he logs
in, his screen will display:

You have new mail.

Then Moe invokes his mail utility of choice to see what mail has
arrived.

A setup file called .mailre contains the mail characteristics for each
user. For information on the .mailre file, see the mailx manual
page. For detailed information on using mail facilities, see Using
the DG/ UX™ System and the mail, mailx, and xdgmail manual

pages.

Mail aliases

A mail alias is a name that stands for one or more user login names
or mail aliases. You can set up mail aliases to make communicate
more efficient between you and particular groups of users.
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Mail aliases are useful for two primary purposes:

® A mail alias that stands for a list of user login names can act as
a mailing list so that any mail sent to the alias name goes out to
all names in the alias. For example, you can have an alias
called muleskinners that resolves to login names willie,
eldupree, paco, and jed.

® A mail alias that stands for one name can provide an easy way
of redirecting mail sent to a general-purpose address. For
example, you can set up the alias wizard so it directs mail to
the resident computer expert at your facility. If the resident
expert gets tired of answering user questions or simply runs out
of answers altogether, you can change the wizard alias to point
to another system expert. Users sending mail to wizard will
always reach the resident expert, no matter who fills that job.

A default mail alias, everybody, is provided with the DG/UX
system. Sending mail to the everybody mail alias sends mail to
every user known to your system.

The Mail Alias menu of the sysadm User menu provides operations
for adding, deleting, modifying, and listing mail aliases. You must
be superuser to add, delete, or modify mail aliases. The system
keeps track of mail aliases in the /etc/aliases file. The master
server in an NIS domain also tracks mail aliases.

The sendmail-based mail facility and the mailx command can
recognize and use mail aliases.

The ability of a system to recognize mailing aliases changes if the
system is part of a network using the Network Information Service
(NIS) facility (formerly called Yellow Pages or YP). For information
on how the NIS facility affects a system, see Managing
ONC™/NFS® and Its Facilities on the DG | UX™ System.

Adding mail aliases

Select the Add operation to add a mail alias to your system. The
operation adds the mail alias to your local /etc/aliases file unless
your system is the master server of an NIS domain, in which case
you may choose whether to add the entry to the local aliases file or
to the global NIS database.

The Add operation first prompts you to supply an alias name. The
name can be up to 32 characters long, consisting of upper- and
lowercase letters, numerals, and the hyphen (-). The first character
should be an alphabetic character. The name must be unique
among aliases on your system and, if applicable, in your NIS
domain.

093-701088-05

Licensed Material — Property of Data General Corporation 2-9



Tools for communicating with users

The operation also prompts you for an optional list of names. The
names should be existing login names or existing alias names. You
can include a login name or a mail alias in multiple mail aliases.

The new alias becomes available in the mail system immediately if
you are changing the local aliases file. If you are changing the
global NIS database, the alias may not be available until the
following day.

The Add operation uses the newaliases(1C) command to make the
new alias available.

Displaying mail aliases

Select the List operation to display mail aliases. If your system is in
an NIS domain, you may choose whether you want to display
aliases from the local /etc/aliases file or from the global NIS
database.

An example of an alias listing follows.

Mail Alias Mail Address(es)
MATILER-DAEMON root
postmaster root
aunts polly
jemima
grizelda
cowpokes bubba@blarney.state.edu

sales03!wilbur@acme.com
georgel@grumble.mil

Modifying mail aliases

To change the name of an alias or to change the list of names to
which an alias resolves, select the Modify operation. The operation
changes the local /etc/aliases file unless your system is the master
server of an NIS domain, in which case the operation lets you
choose whether to change the local aliases file or the global NIS
database.

The operation first prompts you for the name of the alias you wish
to change. The alias must already exist. The operation also allows
you to list the alias before entering a change.

For changing the list of names in the alias, the next prompt,
Member Modification, offers four choices:

2-10

Licensed Material — Property of Data General Corporation 093-701088-05



Tools for communicating with users

no change
Select this value if you do not wish to change the alias list.

append
Select this value to add names to the alias list. At the next
prompt, Alias Member(s), specify the names to append to
the current alias list.

remove
Select this value to delete names from the alias. At the next
prompt, Alias Member(s), specify the names to remove
from the alias list.

replace all
Select this value if you wish to replace the entire alias list
with a new list. At the next prompt, Alias Member(s),
specify the new list of alias names.

At the prompt, New Alias Name, you may specify a new name for
the alias if you wish.

Changes become visible in the mail environment immediately. If
you change the global NIS database, changes may not be visible
until the following day.

Deleting mail aliases

Select the Delete operation to remove an alias from the alias
database. The operation removes the alias from the local
/etc/aliases file unless your system is the master server of an NIS
domain, in which case you may choose whether to remove the alias
from the local aliases file or from the global NIS database.

Once you have deleted a mail alias, the mail system considers mail
addressed to the alias to be misdirected mail. The mail system then
returns the mailed message to the sender or forwards the mail to
the root mail file.

Changing or deleting aliases

As with changes to the /etc/passwd file, all changes that you make
when adding or deleting an alias by hand in the /etc/aliases file
should adhere to a format that the sysadm program can use. This

format is:
alias—name: namel, name2, name3, named4, name5, nameé6,
name7, name8, name9, namell
alias—-name?2: nameA, nameB, nameC, nameD
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There must be a colon after each alias-name. All alias member
names, except the last one, must be separated by commas; spaces
are ignored. The last entry in the member list should not be
followed by a comma. If name10 had a comma after it, the system
would search for another member name and would erroneously
read alias-name2 as a member name. After you edit /etc/aliases,
run the following command:

# /usr/bin/newaliases )

This command initializes the alias database, displaying the total
number of aliases, the length in bytes of the longest alias, and the
length in bytes of the entire aliases file. When the command has
finished, your changes are available to the system.

On-line documentation for commands,
system calls, and files

A manual page, also called a man page, is an on-line document
containing a complete description of each command, system call,
and special file available on the DG/UX system. These commands,
system calls, and files are collectively referred to as utilities.

A man page is a common convention used by the developers of the
UNIX system to document their system within the system itself.

This manual makes frequent references to particular man pages
that you can consult for more information. You use the man
command to access these on-line man pages.

Viewing a man page
For example, to see the man page for the man command, you type
the following:

S man man )

Many man pages are too long to fit on one screen so they scroll
quickly up and off the screen. To insert a pause between screens,
you can use the more command along with the man command to
control the output display. For example:

$ man man | more -f )

IMPORTANT: The vertical bar is referred to as a pipe. For more information on
pipes, see the manual Using the DG /UX™ System.
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At the bottom of the first screen, you will see this message
displayed:

-- More --

Press the space bar to display the next screen of the man page.

Printing a man page

To print a man page, use this command format:

man -Tlp [single-digit] manpage-name | 1p -S is0-88591 -d printer-name

where:

_]np
specifies a printer as a terminal type.

[single-digit] manpage-name
specifies an optional digit (0-9) corresponding to the desired type of
man page. See Table 2-2 for man page types.

_lp
is the print command.

-S is0-88591
specifies the character set in which the set of man pages are
formatted.

~d printer-name
identifies the printer’s name.

For example, to print the more man page to a printer named laser,
enter:

$ man -Tlp 1 more | lp -S is0-88591 -d laser l

Finding the man pages on a particular topic

To use the man command to find information, you must know the
name of the command or file or system call you want. However, if
you do not know specific names, you can use the apropos command
to generate a list of man pages relevant to the topic about which
you need information. The list includes a brief explanation of each
listed man page. Then you can use the man command to look at the
listed pages.

For example, assume you want to know what man pages are
relevant to terminals. You can enter:

apropos terminal

093-701088-05
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The list generated by the apropos command will include lines like
the following one:

getty (1M) : getty - set terminal type, modes, speed, and line discipline

For more information on how to use the apropos command, see the
apropos man page.

Man page standard format and categories

At the top of each man page is the command name, such as man.
Each man page is formatted to contain the following categories of
information, where appropriate:

NAME Names and briefly describes the utility.

SYNOPSIS Gives utility syntax; the command name is
presented in boldface type, and its options are
presented in regular type; optional arguments
are enclosed in brackets. An ellipsis (...)
following an argument indicates you can repeat
it.

DESCRIPTION  Gives a more detailed account of the utility and
its arguments.

EXAMPLE Illustrates the use of a command or concept.

FILES Lists any system files used by the utility.

DIAGNOSTICS  Gives possible error messages and recovery
actions.

SEE ALSO Lists any related utilities.

BUGS/CAVEATS Informs you of any known programming and
design bugs or limitations.

Each documented command, system call, and special file is
associated with a number signifying its type. In print and on-line,
this number may appear in parentheses alongside the utility name.
Table 2-2 lists the types of entries.
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Table 2-2

man page types

Number Class

0] Table of contents and permuted keyword—in—context index.
Commands and application programs

System calls

Subroutines and libraries

File format

Miscellaneous

Communications protocols

System special files

@ N O A W N =

System maintenance procedures

On-line books

This book and other DG/UX user, administrator, and programmer
manuals are provided by Data General on CD-ROM.

If you or your users need to refer to DG/UX manuals, accessing the
manuals on-line can help you find information quickly. For
example, the viewing software that comes with the on-line books
includes a full-text search feature; this feature lets you locate
information about a particular topic in several books within
seconds.

For more information on the CD-ROM version of the DG/UX system
documentation and how to order it, contact Data General or your
Data General sales representative.

The system administration utility: sysadm

You can use the sysadm utility, a menu-based interface, to manage
your system. Three interfaces are available:

Graphical
ASCII terminal menu
Shell command line

The graphical interface is available only if the X Window System
package is installed and you are using a graphical computer
system. Users of graphical computer systems and ASCII terminals
can access both the ASCII terminal menu interface and the shell
command line. You may choose to enter system management
commands (commands with names beginning with adm) on the
shell command line if you are already familiar with sysadm and
wish to bypass it.

093-701088-05
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Regardless of the interface you’re using, you can type sysadm at
the superuser prompt (#) to automatically start the interface that
will run on your display:

# sysadm ),

The system invokes the appropriate interface — the ASCII version
(asysadm) or graphical version (xsysadm) of the sysadm utility —
based on your display type. If you are working in an X windowing
environment, invocation of sysadm will produce an X version of
sysadm; when working in an ASCII terminal environment, by
default, you will get an ASCII version of sysadm. You may choose
explicitly the desired interface, however, by invoking either
xsysadm or asysadm. The graphical and ASCII interfaces are
functionally equivalent.

If you are using a graphical computer system such as a workstation
or X terminal, you can type xsysadm for the graphical interface.
Figure 2—3 shows the sysadm main menu as it appears in the
graphical interface.

sysadm . l o I

Session File System System Client Device Networking User Software Availability Help

—

Figure 2-3

Graphical sysadm main menu

The window that actually appears on your system may have more
or fewer selections than those shown in Figure 2-3, because the
sysadm window and menu displays vary depending on the software
loaded on the system.

If you are working from an ASCII termina, or if you enter asysadm
instead of sysadm, an ASCII version of sysadm appears as shown
in Figure 2-4:
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O WV O J oUW N

o
=

Ent

Main Menu
Session -> Manage this sysadm session
File System -> Manage file systems
System —> Manage DG/UX system databases
Client -> Manage 0OS and X terminal clients
Device -> Manage devices and device cueues
Logging -> Manage system and network logging
Networking -> Manage the network
User -> ) Manage users and groups
Software -> Manage software packages
Availability -> Manage high availability features
Help —-> Get help on sysadm and its queries
er a number, a name, ? or <number>? for help, <NL> to redisplay
menu,or g to quit:

Figure 2-4  ASCII sysadm main menu

Using the graphical interface

To navigate the graphical interface using the mouse, move the
pointer to the desired menu and select the menu by clicking the
mouse’s select button (typically the left button). Continue this way,
selecting the desired menus until you reach an operation you want
to perform. With the mouse, select the operation to start it.

After you select your option, sysadm presents a form when it needs
more information to complete an operation. A form contains
prompts that you may answer in any order. Some prompts appear
next to a small square, a button that you click to alternate between
“yes” (on and shaded dark) and “no” (off and shaded light). Some
prompts require text input. To type text, first click on the desired
box or press the Tab key to cycle through the boxes until you get the
desired one. When the box is highlighted, you can type text. Do not
press Enter to advance to the next box; instead, move the cursor to
the desired box and click or press the Tab key. Pressing Enter has
the same effect as using the Next or OK button at the bottom of the
form to conclude the entire form. Pressing Enter prematurely
executes the entire form before you have completed your text entry.

Some prompts let you select one or more values from a list. Click on
the desired entry. If the list is too long to display completely on the
screen, the operation displays the first part of the list in a box that
has a scroll bar along the right side. To scroll through the list, use
your mouse to drag the scroll bar up and down. When you see the
value that you want in the list, click on it. For some prompts, you
enter a numerical value by typing a response in a box or by using
your mouse to drag an indicator along a horizontal scale.
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After answering the form’s prompts, proceed by pressing Enter or by
selecting OK or Next. If you choose not to perform the operation,
select Cancel. Select Reset to restore the default responses.

Sysadm provides on-line help in several ways. Clicking at the main
menu, you see help on four subjects: sysadm, the interface, the
sysadm version, and other help options.

In addition, each sysadm menu and operation has a corresponding
help message. Click on the desired menu choice or operation (a dark
border surrounds it) and then press F1 (function key 1) to view the
help message. The help message itself is easily recognized by the
appearance of an “i” (for “information”) to the left of the message.

To get help about an operation already in progress, click on Help at
the bottom right of its form.

To get help about a specific prompt within a form, click on the
prompt or press the Tab key to cycle through the prompts until you
get the desired one. Then press F1 for help.

Using the ASCII terminal interface

To navigate the ASCII terminal interface, type the desired menu
selection number, and then press the Enter key. (Always end your
entry by pressing Enter.) You may select your choice by typing its
name (or as many letters as are necessary to make your selection
unique). To return to the preceding menu, press the caret key (*).
You may exit sysadm by pressing the q key (you are asked to
confirm the request).

Table 2-3 presents a summary of the methods for making ASCII
sysadm menu choices.
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Table 2-3

IMPORTANT:

Making ASCIl sysadm menu choices

User Input Description

number Choose menu item by entering number.

name Choose menu item by entering full name of menu item,
such as Session, or a string fragment that uniquely
identifies the menu item such as Ses or ses for
Session. The string is not case-sensitive.

names-separated-by | Specify menu traversals by using multiple menu
- colons names, with the names separated by colons. Again, the
case of characters is not significant. For example,
Software:Package:Install or So:Pack:In.

? Print help message, then redisplay menu prompt.

number? Print help message for a particular menu item, then
redisplay menu prompt.

q Exit from sysadm from any menu.
New Line/Enter key | Redisplay menu.

Aor .. Return to the next higher menu.

When an operation presents a query, a default response often
appears within brackets. For example, [yes] indicates an
affirmative response if you press Enter.

When only a predetermined set of responses is appropriate, use the
? key to display all your choices. You may then select your choice by
number or by a unique string.

After you select an operation and enter any information that it
requires, sysadm either performs the action immediately or asks
for confirmation before performing a potentially destructive action.
Examples of destructive actions include deleting an OS client or a
release area.

Sysadm provides on-line help in several ways. At the main menu,
the Help menu offers information on: sysadm, the interface, the
sysadm version, and help itself.

In addition to the Main Menu help option, each menu and operation
in sysadm has a help message. Enter ? to get help about the
current menu, or enter a menu selection number followed by the ?
key to get information about a particular selection. You may also
use ? to get help and syntax information from any query.
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Selecting menu options

In the graphical interface, you select with the:

Mouse With the mouse pointer on your choice, click
button 1 (the left button). Optionally, you may
drag the mouse across menus: press and hold the
select button while moving the mouse across the
desired selections. Releasing the select button
when an operation is highlighted begins the
operation.

Keyboard From the Main window, type alt-letter, where
letter is the underlined letter (alt-u for User, for
example). From a pull-down window, type letter (a
to select User Account on the User pull-down
menu, for example).

Arrow keys From the User pull-down, with a box around User
Account, press the right arrow key to see the User
Account functions.

In the ASCII interface, you can select menu options by entering the
number of a menu item or by typing an abbreviation of the menu
item name. For example, from the Main Menu, typing “se” and
pressing Enter selects Session, entering “sy” selects System and,
entering “so” selects Software.

You can start the ASCII interface at any menu level you want to
use. For example, to start asysadm, skipping diractly to the
User-> Group menu, enter:

# asysadm -m User:Group ),

In the discussion of tasks in this manual, to illustrate the selection
of the List option on the Group menu, we write: select User->
Group-> List. Depending on the interface you’re using and your
starting point, you interpret these instructions in one of the
following ways:

® click User in the sysadm main menu, Group in the User
pull-down menu, and List in the Group pull-down menu

® enter 8 from the asysadm main menu, 2 frorn the User menu,
and 4 from the Group menu

e start the utility with the command:

# asysadm -m User:Group:List )
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Controlling the sysadm session

The options in the sysadm Session menu let you control message
verbosity level (the types and volume of messages recorded) and
add comments to the sysadm log file, /var/adm/log/sysadm.log.
Options in this menu also let you exit and restart sysadm. For
more information, see the contextual helps for the Session menu
options.

Getting general and context-sensitive help

For descriptions of general topics, select the sysadm Help option.
For example, for a description of menu option selection methods and
tear-off windows, select Help-> On Interface.

For help messages describing particular details, use the sysadm
context-sensitive help facility. At any sysadm prompt, you can
either enter the requested information or request an explanation.
In the graphical interface, press function key 1 (F1) to request a
help message. In the ASCII interface, type a question mark (?) and
press Enter. (In the ASCII interface, obtain a description of a menu
by entering n?, where n is the number of the menu.)

For example, in the process of adding a user, you see the prompt:

Login Name:

You can enter a value or you can first request an explanation of the
prompt by pressing F1 if you are using the graphical interface or by
entering ? if you are using the ASCII interface.

Keeping a window in place to repeat operations

When repeating the same sysadm operation from the graphical
interface (for example, adding or changing several dozen accounts),
you can save mouse clicks by using a tear-off menu rather than the
equivalent pull-down menu. There is a dashed line at the top of the
User pull-down menu. This indicates that the pull-down menu is
optionally a tear-off window. If you select the dashed line, the
pull-down menu becomes a tear-off menu at the new location and
remains in place on your screen until you close it.

With both a pull-down menu and a tear-off menu, you return to the
sysadm main menu each time you complete an operation.
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Using the shell command line to bypass menus

You can bypass the menu interfaces altogether by invoking
sysadm directly from the command line, supplying the menu
selections in this form:

sysadm -m menu-name(s)

where -m selects the menu name.

You specify menu names using colon-separated lists of strings that
are not case-sensitive (see Table 2—-3 for definitions). For example:

# sysadm -m file:local )

# sysadm -m fil)

Both commands perform the same operation: they start sysadm at
the Local Filesystem menu. The second example shows the
operation names abbreviated to the shortest unique strings.

Returning to the shell during a sysadm session

During a sysadm session, you can easily return to the shell
(Bourne, C, or Korn). How you return depends on whether you are
using the graphical or the ASCII terminal sysadm.

From graphical sysadm, the shell runs as a background job and
occupies a separate window. To return to the shell, simply move the
mouse back to the shell prompt in the shell window. To return to
sysadm, move the cursor back to the sysadm window.

From an ASCII-based sysadm prompt, escape to the shell by
executing the appropriate shell escape command. An example of a
C shell escape follows:

Enter a number, a name, ? or <number>? for help, or
q to quit: lesh)

Use Ish for a Bourne shell escape and !ksh for a Korn shell escape.

Return to ASCII sysadm by typing:

% exit )

Interpreting sysadm references in this book

The explanations of tasks in this manual use a general format for
paths you follow through the sysadm menus, regardless of the
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interface you use. For example, to build an automatically configured
kernel, start at the sysadm Main Menu and follow this path:

System-> Kernel-> Auto Configure

The names System and Kernel appear on the menu. The arrow
(->) indicates the next menu choice.

Figure 2-5 shows the Kernel Menu in the graphical interface.

Session  File System §y5tem|gient Device Metworking User Software Help

—

System Activity
Accounting

b

Process b

Security &
Kernel P Auto Configure..,

&

)

i

Parameters Build...

Reboot...

Language
Date

Build kernel automatically

Figure2-56 Graphical sysadm Kernel Menu

Figure 2—6 shows the Kernel Menu as it appears in the ASCII
terminal menu interface.

Kernel Menu

1 Auto Configure ... Build kernel automatically

2 Build ...

3  Reboot

Build custom kernel

Reboot kernel

Enter a number, a name, ? or <number>? for help, <NL> to redisplay
menu, ™ to return to previous menu, or g to qguit:

Figure 2-6 ASCIl sysadm Kernel Menu

Using the graphical interface to select the Auto Configure operation
from the Kernel Menu, click on these choices:

System-> Kernel-> Auto Configure

Using the ASCII terminal menu interface to select the Auto
Configure operation from the Kernel Menu, supply an entry to the
following prompt:
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Enter a number, a name, ? or <number>? for help, or
g to quit: System:Kernel:Auto )

Alternatively, you could choose to enter the desired string or
number at each menu level.

# sysadm -m System:Kernel:Auto )

For each of the three menus, at the conclusion of the menu
traversal, you answer prompts to perform the desired operation.

Relationship between sysadm and commands

Data General provides two levels of system management tools in
addition to the standard UNIX commands: administrative
commands (commands with names beginning with adm) and the
sysadm tool. These system management tools are intended to save
you time and help guide you through complex tasks or tasks you
perform infrequently. Also, since the tools update system files and
perform some input checking before updating files, they help ensure
that all necessary files are updated for a given operation and that
incorrect content is not introduced into critical files.

There is a strong relationship between sysadm and the commands
provided with the DG/UX system, as illustrated in Figure 2-7.

DG/UX commands

xsysadm asysadm
(graphical interface) (ASCI!I interface)

sysadm

adm* commands

standard \JNIX commands

Figure 2-7

Relationship between sysadm and commands

The DG/UX implementation of standard UNIX commands underlies
the entire management tools structure. The administrative (adm)
commands designed and implemented by Data General are most
often composed of one or more standard commands organized into a
form similar to a shell script. The sysadm interface, functionally
the same in graphical (xsysadm) and ASCII (asysadm) forms,
provides a menu-driven mechanism that gathers information and
invokes execution of the administration commands.

2-24

Licensed Material — Property of Data General Corporation 093-701088-05



Stand-alone sysadm

So you have a wide range of choices when you want to perform a
system management job on the DG/UX system. You can use
standard UNIX commands or DG/UX administrative commands
from the command line or in shell scripts. If you prefer to work with
a menu-driven interface, you can use sysadm from a graphical or
ASCII terminal.

You can set up sysadm to see the administrative commands
invoked by sysadm operations by selecting the Session—>
Parameters—> Set menu and setting the Verbosity option to
Debugging information (actions and commands). To view
the /var/adm/log/sysadm.log file of executed commands and
messages maintained by sysadm, you can use the sysadm
Session—> Log File—> List Log File operation. You can copy the
contents of this log file to use as a basis for shell scripts to automate
your work.

To generate a file containing a list of the administration commands
provided by Data General, use the following command:

apropos adm > admcommands

The admcommands file will contain a list of DG/UX commands
containing the string “adm” in their names or descriptions. The
commands with names beginning with “adm” are the
administrative commands.

Stand-alone sysadm

IMPORTANT:

A stand-alone sysadm utility is also available for use with the
DG/UX system. The stand-alone sysadm pathname is
/usr/stand/sysadm. You can issue shell commands directly to the
stand-alone sysadm for tasks such as disk repair.

For how to use stand-alone sysadm, see Managing Mass Storage
Devices and DG /UX™ File Systems.

Data General no longer ships the diskman stand-alone
management tool with DG/UX software. The two versions of
sysadm include all functions of the diskman utility.

Typical AViiON computer configurations

In this book, you will come across terms that refer to the roles
played by AViiON® computers running the DG/UX system. In
general, a computer that provides network service (such as the
operating system or file service) is a server. Correspondingly,
computers that receive such services are considered clients.
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In the DG/UX environment, these are the most common
configurations of AViiON computers:

OS server

This is an AViiON computer that provides user services through
direct terminal lines and/or a local area network (LAN). The
server provides operating system (OS) resources through direct
terminal access or to client computers across a LAN. In addition
to offering OS resources, a server might also provide file service.

You can manage the DG/UX system through either a system
console (an asynchronous terminal with a keyboard) or a
workstation’s system console, which consists of the graphics
monitor and keyboard. A workstation is an AViiON computer
that provides graphical capabilities.

OS client

This is an AViiON computer that may or may not have its own
disk; thereby relying on the OS server for some or all of its
operating system software and file service. Once the OS server
establishes a connection with the OS client (by transferring a
kernel image), the OS client subsequently can be responsible for
booting its OS over the network and mounting remote file
systems.

If an OS client does have an attached disk, it can accommodate
some or all of its own operating system. There are various
hybrid OS client configurations available for improving system
performance. For information on these configurations, see
Chapter 18.

After OS services have been provided to the OS client, the user
of the OS client machine assumes certain system
administrative responsibilities such as maintenance of the local
disk, mounting remote file systems, booting the system, and
taking the system down.

Stand-alone workstation

A workstation is an AViiON computer that provides graphical
capabilities. When it stands alone, it has an attached disk
subsystem that provides its own OS resources. However, a
network connection is often desired for access to remote file
systems and communications services such as electronic mail.

End of Chapter
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Booting, rebooting, and
shutting down the system

This chapter explains booting and rebooting the system, shutting it
down, and handling boot time problems. The chapter also explains
what happens while the system boots and the system components
that control booting.

The primary reasons for booting or rebooting a DG/UX system are
to restart the system following a normal or abnormal shutdown and
to gain access to a new kernel that has just been built.

Booting and rebooting your computer kills all running processes. If
an OS server reboots, attached OS clients may continue to operate

normally or they may reboot automatically. Rebooting an OS client
does not affect the OS server.

Warning users before rebooting or
shutting down

If users are logged in to the system before you reboot or shutdown,
broadcast a message warning that you are about to reboot or
shutdown the system. See the wall manual page for information on
sending a broadcast message to all users logged in the system.
Make sure all users are logged out before proceeding. An example of
such a warning follows.

# letc/wall )
Five minutes until we reboot the system. Please log off. )
<Ctrl-D>

Rebooting from sysadm

To reboot a system, follow this path through sysadm:

System-> Kernel-> Reboot

The system prompts you for a boot path:

Boot path: [sd(insc(0),0,0)root:/dgux -3] )

The default boot path is used to boot the system unless you specify
an alternative. The boot path identifies the boot file located on a
local device (disk or tape) and, optionally, the run level to which the
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system will boot. A default boot path is preset at the factory. You
can reset the default with the dg_sysctl command or the SCM
Configuration Menu. If the boot path does not include a run level,
booting brings the system up to the default run level set in
/etc/inittab.

If you accept the default boot path in the preceding example, you
will boot the kernel /dgux (the boot file) on the root virtual disk
located on the device sd(insc(0),0,0) to a run level of 3.

You are then asked for confirmation:

All currently running processes will be killed.
Are you sure you want to reboot the system? [yes] )

The following type of message indicates that the boot process has
begun:
Booting sd(insc(0),0,0) loading...

The login prompt appears after the DG/UX system has finished
booting. At this point, you and your users can login the system with
any defined user login.

Booting from the SCM prompt

IMPORTANT:

A system that has been shut down operates at the SCM level. To
start the DG/UX system at the SCM prompt, use the b (for boot)
command. An OS client will boot its kernel from the SCM.

From the SCM> prompt, issue a boot command using this syntax:

scM> b boot-path

where b stands for boot and boot-path identifies the boot file located
on a local device (disk or tape) and, optionally, the run level to
which the system will boot.

AViiON systems can boot only from media formatted with a
fixed-length record size of 512 bytes. Therefore, AViiON systems
will not boot from QIC-320 or QIC-525 media written to in either
1024 bytes (1Kbyte) block size or in variable block size mode.

The boot-path is made of the following components:

DG/ UX-device-name virtual-disk:pathname [-run-level]

where:
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DG /UX-device-name identifies the boot device. You can specify
devices using the short or long form.

virtual-disk contains the executable kernel image.

pathname is the pathname of the executable kernel
image on the virtual disk.

-run-level specifies the run level to which your system
boots automatically. You should set your run
level in the /etc/inittab file and use the boot
path to override the pre-established default.
For information on run levels, see “DG/UX
run levels.” For information on editing the
inittab file, see “The /etc/inittab file.”

IMPORTANT: Use spaces only between pathname and —run-level.

The boot path in the following example boots the /dgux kernel
contained on the virtual disk root. The boot device is a SCSI disk
attached to the first integrated SCSI adapter whose SCSI ID is 0.
The system boots to a run level of 3, which enables multiuser mode.

scM> b sd(insc(0),0,0)root:/dgux -3

The boot path in the next example boots the first virtual file (0) on a
150-megabyte QIC tape whose SCSI ID is 4:

scM> b st(insc(0),4,0) )

The following boot command automatically boots the file identified
in the autoboot path that you set through the SCM Configuration
Menus:

scM> b )

You can also enter the preceding boot command (with no boot-path)
if you set the default boot path with the SCM’s f (for format)
command:

As another example, to boot from the first SCSI disk on an AV5220
computer system, use this command line:

SCM> b sd(cisc(),0)root:/dgux ),
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CAUTION: If your system is part of a dual-initiator configuration
and shares a SCSI bus with another system, be careful
to specify the correct SCSI adapter SCSI ID in the boot
path. If the boot path you use to boot your system
specifies the SCSI ID of the SCSI adapter installed in
the other system, the boot will fail and the SCSI bus
will hang. If the SCSI bus hangs, an attempt by either
system to access the SCSI bus will hang the system.
When this happens, recover by resetting the hardware
and rebooting. For information on failover disks, see
Achieving High Availability on AViiON® Systems.

The login prompt appears after the DG/UX system has finished
booting. At this point, you and your users can login the system with
any defined user login.

Booting a stand-alone executable file

In the examples of booting from the SCM prompt, we loaded the
standard operating system. However, you can use the boot
command to load any stand-alone, machine-executable file you
choose. A stand-alone, machine-executable file is one that can run
directly on the AViiON system hardware without an operating
system.

As shipped, the DG/UX system’s bootable files are:

/dgux
A kernel configured for all devices in the standard locations.

/dgux.installer
A hard link pointing to the same file as /dgux.

/dgux.starter
A hard link pointing to the same file as /dgux and /dgux.installer.

/usr/stand/sysadm

Stand-alone sysadm, used for disk management operations when
the system on disk is unavailable or for operations on the system
disk itself.

If, for instance, you want to boot stand-alone sysadm,
lusr/stand/sysadm, located on the first SCSI disk, you would
execute it with a command line such as:

SCM> boot sd(cisc(),0)usr:/stand/sysadm )_

You can boot files that reside on file systems built on multiple
partitions (to form an aggregation) as long as they are located on
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one physical disk. Such an aggregation cannot span multiple
physical disks. For example, if your /usr file system were built on a
virtual disk comprised of more than one partition, you could boot
lusr/stand/sysadm as as long as the partitions were located on the
same physical disk.

Booting an OS client over a LAN

An OS client boots its kernel via a local area network. The command
syntax is:

network-controller-device OS-server Internet-address:pathname [-run-level]

IMPORTANT: Do not use spaces within any of the two fields.

where:

network-controller-device
is the name of the device used to connect the OS client to the
local area network. Valid controller names have the form
controller-type (controller-number) where controller-type can
be inen (integrated Ethernet controller), or dgen (Data
General second generation integrated Ethernet controller).
The controller-number for controller type inen and dgen can
be only 0. Valid examples are inen(0) or dgen(0).

OS-server-Internet-address
is the Internet address of the OS server. An example of an
Internet address is 128.223.2.1.

pathname
identifies the kernel image to boot.

[ —run-level]
specifies the run level to which your system boots
automatically. You should set your run level in the
/etc/inittab file and use the boot path to override the
pre-established default. For information on run levels, see
“DG/UX run levels.” For information on editing the inittab
file, see “The /etc/inittab file.”

In the following example, the OS client boots the file located in
/srvirelease/PRIMARY/root/bob/dgux over the network
controller inen( ) by way of the OS server’s Internet address, and
bob is the OS client hostname.

inen() 128.223.2.1¢/srv/release/PRIMARY/root/bob/dgux )

If there are OS clients booting for the first time, you need to set up
software packages and mount file systems before their computers
can do useful work. For information on OS clients, see Chapter 18.
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Booting alternate root and swap areas

# admpdisk -o

To boot an alternate virtual disk for root and swap, include the —q
option on the boot command line. The command prompts you for the
names of the virtual disks to be used in place of root and swap.

For example:

SCM> b sd(cisc(),1l)root2:/dgux -q ),

Booting sd(cisc(),0)root:/dgux -g
Swap disk name (or g to quit)? [swap] newswap )
Root disk name (or g to quit)? [root] root2 )

If the kernel cannot find the default virtual disks that you specified
(perhaps because of an accidental deletion), the system attempts to
find virtual disks named swap and root on the disk from which
you booted. If that fails, the system will attempt to find virtual
disks swap and root on any registered disk. If this fails, the system
prompts you again for the names of the swap and root virtual
disks to use.

Alternatively, you may set a default root and swap virtual disk to
be booted from a given physical disk. You may establish default boot
settings for use with the dg_sysctl command, which initiates an
unattended automatic system reboot in the event of a panic.

Build the virtual disks that you want to use as root and swap; for
example, assume you have root_production, root_test, and
swap. If you normally prefer booting root_production and swap,
you could set boot defaults on the physical disk using the
admpdisk command, as follows;

#admpdisk -o set_defaults -r root_production -s swap
"sd(ncsc(),0) ').

This enables you to set your SCM boot path without specifying the
root virtual disk or the —q option. An example follows:

SCM> b sd(ncsc(),0)/dgux -3 )

To reboot the system using root_test, reset the defaults on the
physical disk using the following command:

set_defaults -r root_test ’‘sd(ncsc(),0) '),

You may reboot without specifying the root virtual disk or the -q
option.
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# admpdisk -o

# admpdisk -o

# admpdisk -o

When you boot the system from a physical disk that contains
default settings, the bootstrap will attempt to find the named
kernel image (dgux if it is not specified on the command line) on
the virtual disk that is associated with the default root virtual
disk.

During kernel initialization, the system looks for default settings on
the disk from which the system was booted. If it finds settings, it
mounts the default root virtual disk as the / file system, and begins
swapping on the default swap virtual disk.

You can remove the root and swap default virtual disk settings by
specifying a null argument in the form of empty double quotes. For
example:

set_defaults -r # 7 -g » ” 'sd(ncsc(),O)'l

To set different boot defaults on different physical disks,
maintaining multiple copies of DG/UX on your system, we
recommend that you install the DG/UX system on one physical disk
using names such as root_1, swap_1, usr_1, and so on. On another
physical disk, for another version of the operating system, adopt
another naming convention: root_2, swap_2, usr_2, and so on. We
strongly urge you to assign unique names to each set of virtual
disks to avoid confusion. For example:

set_defaults -r root_1 -s swap_1 'sd(ncsc(),O)')

set_defaults -r root_2 -s swap_2 'sd(ncsc(),l)'),

To boot from the first root, use the command line:

SCM> b sd(ncsc(),0) )

To boot from the second root, use the command line:

SCM> b sd(ncsc(), 1))

The physical disk has associated with it the virtual disks containing
the kernel image, the / file system, and swap space.

IMPORTANT: You cannot assign alternate locations for the usr
virtual disk since it is mounted after the kernel
initializes. If you have multiple /usr file systems,
you must set up the proper /etc/fstab entries in
each of the root file systems you will be booting,
referencing the corresponding /usr file system to
use.
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Booting from mirrors and caches

Although you can boot only from virtual disk partitions and
aggregations, root and usr can exist as other types of virtual disks
as well, such as a mirror or a cache. However, you cannot boot
directly from a cached or mirrored root or usr. Instead, you need to
supply one of their children as the virtual disk from which to boot.

If root or usr is a mirror, you need to boot from one of the images of
the mirror as follows:

SCM> b sd(insc(),0)root_imagel:/dgux

If root or usr is a cache, you need to boot from the back-end cache
device as follows:

SCM> b sd(insc(),0)root.be:/dgux

The child from which you boot the mirror or cache must be a
bootable virtual disk (a partition or multi-piece aggregation).

For information on mirrors, caches, and virtual disk partitions and
aggregations, see Managing Mass Storage Devices and DG | UX™
File Systems.

Rebooting from the DG/UX command line

You can use the reboot command to halt the system and boot it
without placing you in the SCM:

# reboot )

The reboot command, without arguments, boots the system using
the boot command line used the last time the system booted.
Optionally, you may specify a different boot path.

Another way to reboot is to use init to change run level to 6, which
is the same as executing the reboot command. See the reboot
manual page for more information.

The login prompt appears after the DG/UX system has finished
booting. At this point, you and your users can login the system with
any defined user login.

Rebooting automatically after a power

failure

After a power outage, the automatic boot mechanism reboots your
system without operator intervention, bringing it up to the default
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run level set in /etc/inittab. Initially, the default run level is s
(single-user mode). To change it, edit your /etc/inittab file and
change this line:

def:s:initdefault:

so that the second field contains the desired default run level. For
example, the following line makes run level 3 the default:

def:3:initdefault:

For more information about run levels, see “DG/UX run levels.”

Verifying that the system is initialized
and functioning correctly

While the system boots, it produces a variety of messages, log files,
and other output that you can review to verify that your system is
initialized and functioning correctly. The following sections describe
briefly how to review the information produced at boot time.

Monitoring the boot process

When you boot the system, messages describe the progress of
system initialization. These messages start with the loading of the
kernel and end when the system has reached the run level to which
you have set your system to boot. It is good practice to watch these
messages as booting occurs, in case an error message appears. As
an alternative, you can review the boot messages later by looking at
the file /etc/log/init.log.

The first messages result from the loading and initialization of the
kernel and reflect the current installed version of the DG/UX
system. The first messages also tell something about your
hardware, the amount of physical memory configured in the system
and the number of processors making up the CPU.

The kernel then configures hardware devices on your system. The
kernel recognizes only those devices for which you have included a
device driver specification in the system file when you built the
kernel. For more information on building kernels, see Chapter 15.

After the kernel has initialized itself, it starts the init program to
continue system initialization and to start system services. The init
program performs these functions by executing a series of check
scripts and setup scripts, all of which produce their own output. The
output messages on a typical system with networking might look
like this:
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Checking local file systems

Current date and time is Tue Sep 22 14:30:24 EDT 1992
Checking system files .....

Enabling automatically pushed STREAMS modules .....
Linking short names for /dev device nodes

Loading terminal controllers

Starting disk daemons .....

Mounting local file systems ...........

Checking for packages that have not been set up
Starting miscellaneous daemons

Starting Logical Link Control Services

Starting TCP/IP network interfaces .........
Starting system logging daemon ....

Starting NIS services ......

Starting NFS lock services ......

NOTE: Pausing for 15 seconds to allow remote systems to
reclaim NFS locks.

Starting batch services

Starting line printer scheduler ....
Saving ex(l) and vi(l) temporary files
Starting NFS services .....

Starting TCP/IP daemons ........
Mounting NFS file systems .....

NOTE: See /etc/log/init.log for a verbose description of
the system initialization process.

In general, it is good practice to look for error messages that may
appear in the boot display. In addition, there are several areas
where you should pay particular attention.

Checking local file systems

The file system checker, fsck, runs every time you boot the system.
When fsck runs at boot or during a change of run levels, its output
goes to /etc/log/fsck.log or /etc/log/fast_fsck.log.

The system checks file systems only if an unexpected event such as
a system crash or a disk or disk controller hardware failure causes
service to the file system to terminate abnormally. In these cases,
the system will not allow further access to the file system until you
have checked it with fsck. If you do not wish to reboot the system to
start file system checking, you can use the sysadm utility or
sysadm’s File System menu to start fsck. For more information
about fsck, see the fsck manual page and Managing Mass Storage
Devices and DG /| UX™ File Systems. For information about file
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checking and sysadm’s File System menu, see Managing Mass
Storage Devices and DG/ UX™ File Systems.

Checking system files

The chk.system script performs several functions, including
checking for package setup scripts that have not executed, verifying
that the DG/UX parameters file is available, verifying that the /tmp
directory exists and is usable, and adding additional swap areas if
defined.

One important function of this part of the boot process is to check
for user profiles that do not have passwords. A user profile without
a password allows anyone to log in using that username. If such
profiles exist, you should assign passwords to them immediately.
The sysadm User menu provides operations for managing user
profiles.

Initially, the DG/UX system has no passwords for the superuser
profiles root and sysadm. It is important for you to assign
passwords to these profiles as soon as you install your system.
Leaving these profiles without passwords allows anyone to log in
with superuser access.

If you installed the X Window System package, there will also be an
xdm profile that does not have a password. Although the system
warns you of this condition at every boot, you do not need to provide
a password for xdm (it does not constitute a security hazard).

User profiles are in the passwd file, located in /ete. The passwd
file is readable by all. Although the passwords are encrypted, any
user on your system can identify profiles that have no password.

Checking for packages

This part of the boot process checks for software packages that are
not set up. This check only includes software packages loaded using
the utilities in sysadm’s Software menu. Typically, these packages
require that you load them onto disk and then set them up before
you can use them. There is nothing wrong with having a package
that is not yet set up; this check simply serves as a reminder for
you. You cannot use a package until you set it up. To set up a
package, use the utilities in the Software menu.

If this check finds that you have loaded but not set up a release of
the DG/UX system software, it begins the setup process without
prompting.

Checking /etc/log

A number of the services started at boot leave logs in the /etc/log
directory. After every boot, it is good practice to check this directory
and review the logs.
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The 1s command provides options that allow you to look more easily
for log files created during the last boot. After changing to the
/etc/log directory, execute this command to list files in the order
they were last changed:

# 1s -1ltr )

The most recently changed files appear at the bottom of the listing.
If you check this directory after every boot, you soon learn to tell if a
file contains unusual information simply by looking at the size of
the file.

As the system creates boot logs, it renames boot logs left from the
previous boot. It renames them by adding the suffix .old to the file
name. In the process of renaming the previous boot logs, any
existing logs with the .old suffix are deleted.

Some log files you may want to review are:

init.log

This file contains messages that appeared during the boot process.
The chk and re scripts found in /usr/sbin/init.d produce these
messages.

fsck.log and fast_fsck.log

When run at boot or during a run level change, fsck produces these
log files. When fsck finds that a file system is consistent, it logs an
entry like this:

/dev/rdsk/disk: No check necessary for /dev/rdsk/disk.

where disk is the name of the virtual disk containing the file
system.

When file systems are corrupt, the fsck log contains messages for
each error found in the file system. For a discussion of fsck and its
output, see Managing Mass Storage Devices and DG /| UX™ File
Systems.

nfsfs.log

This file contains the output from the mount command, which
indicate whether or not the attempts to mount directories failed or
succeeded. When the mount fails, the entry includes the error
message. To diagnose network-related failures, see Managing
TCP/IP on the DG /UX™ System or Managing ONC™/NFS® and
Its Facilities on the DG /UX™ System.

Checking lost+found

One of the functions of the fsck file checker is to locate blocks of
data that have become disconnected from their files. If the fsck
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utility cannot reconnect the data to its file, it puts the data in its
own file and puts the file in a directory called lost+found in the file
system’s mount point directory. The mount point directory is the
directory where you have attached the file system to your system’s
directory structure.

For example, if you have a file system mounted on mount point
directory /sales/accounts, fsck puts any disconnected blocks in
files in /sales/accounts/lost+found. The files in this directory
have names reflecting where fsck found them.

It is good practice to check the lost+found directory of a file system
after fsck has checked it. You could use a simple script like the
following to list files in all mounted local lost+found directories:

#!/bin/sh
/etc/mount | /bin/grep ' type dg/ux ‘' | /bin/cut -d* " - |\
while read DIR
do
if test -f $SDIR/lost+found/*
then

echo Found lost file fragments in $DIR/lost+found:
/bin/ls -1 $DIR/lost+found/*
fi
done

You may also find the file command helpful. This command
determines the nature of a file by classifying it as English text,
data, binary executable code, and so on.

Example: a power outage causes your system to crash. When you
reboot the system, fsck begins checking file systems. When fsck is
finished, you look in fsck.log (or fsck_fast.log for file systems
mounted for fast fsck checking) and see that file system
/sales/accounts required checking by fsck. The file system is now
mounted and accessible. You do this:

# cd /sales/accounts/lost+found )

# 1s -1 l

total 8

-rw-rw-rw- 1 curly sales 3273 Sep 23 1991 #177431
# file #177431 )

#177431: English text

You see that fsck found a piece of a file belonging to user curly.
The file command classifies the contents as English text. Now you
can tell user curly that one of his files was damaged, and, using the
fragment from the lost+found directory as a clue, he can set about
determining what file was damaged so that he can repair it or have
it restored from backup.
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Depending on how you configure your system, rebooting after a
power outage or other failure may occur without operator
intervention. Thus, file system checking could occur without your
ever realizing it. Therefore it is good practice to check the
lost+found directories periodically to be sure there are no file
fragments there. The absence of a lost+found directory simply
means that fsck has never needed to create one.

Shutting down the DG/UX system

Before shutting down the system, broadcast a message warning
users that you are about shut down. See the wall manual page for
information on sending a broadcast message to all users logged in
the system. An example of such a warning follows:

# letc/wall )

Five minutes until system shutdown. Please log off. )
<Ctrl-D>

To shut down the system, become superuser and enter these
commands from the system console:

#ed/ )
# shutdown -g30 -y )

The first command changes the current directory to / (root). The
second command specifies a grace period of 30 seconds before
shutdown begins. Also, it includes an affirmative response (yes) to
start the shutdown. Otherwise, a confirmation request appears,
requiring a response.

The following messages appear when the shutdown process starts
and finishes:

Shutdown started. Wed June 16 11:08:57 DST 1993

Shutdown is complete.

Once the system is shut down, enter:

# halt )

The halt command transfers system control from DG/UX to the SCM.
When the SCM prompt appears, the DG/UX system has shut down.

Shutting down the system means taking it to a lower run level.
Often, you take the system to run level 1, the administrative state,
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to perform certain administrative tasks. At other times, you may
want to shut down the system so you can halt the processor. In
either case, you use the shutdown command. In single-user mode,
you can use the halt command to stop the processor.

When you shut down the system, system buffers are flushed, open
files are closed, user processes and daemons are stopped, file
systems are unmounted, and file system superblocks are updated.
For what happens as the system comes down through run levels,
see “DG/UX run levels.”

With no options, shutdown defaults to run level S, single-user
mode.

Shutting down to a lower run level

Let’s assume we'’re currently in run level 3 (multiuser mode) and we
want to go down to run level 1 (administrative mode). In the
following example, we’ll use the -i option to change run levels
downward.

Options you can use are:

-y Answers the confirmation query so that shutdown
will continue without further user intervention. A
default of 60 seconds is allowed between the
warning message and the final message. Another 60
seconds is allowed between the final message and
the confirmation.

-l Go to run level 1, administrative mode.

-0 Allow a grace period of 0 seconds between the
warning message and the final message.

Type the following to change to the root directory and shutdown the
system to run level 1:

# ed / ).
# shutdown -y -il —gol

Shutdown started.

The system will be shutdown in 0 seconds.
The system is coming down. Please wait.

INIT: New Run Level: 1
#
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Now you are in run level 1, administrative mode. Local file systems
are the only ones mounted. If you want to shut down to power off,
type the shutdown command again. You will go to run level S,
single-user mode.

Shutting down to single-user mode

You can shut down to run level S (single-user mode) from any other
level. This example shows a shut down from run level 1. Type:

#cd /)
# shutdown -~g0 -y ),

After a few moments, you will be in single-user mode. You can
change run levels upward at this point with the init command or
you can use the halt command to stop the processor:

# halt -g l

CPU HALTED

SCM>

You can also halt the system by using init to change to run level 0
or 5. Once at the SCM prompt, you may turn off power to the
computer.

Software power shut-off after shutdown

Some Data General AViiON computers support a feature allowing
you to shut off power to the system using a software command.
Using this feature, you can set the system to shut off power
automatically after a normal shutdown. You cannot set the system
to shut off power after a panic.

On systems that support this feature, use the —p option of the
dg_sysctl command to set up the system to shut off power after
normal shutdown. For example:

# dg_sysctl -p auto ).

The dg_sysctl command ignores the —p option if your system is set
for automatic boot (as with —r auto). On systems that support the
power-off feature, the default is auto; on systems that do not
support this feature, the default is skip.

»
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Setting the default boot path

You can establish a shortcut for booting your DG/UX system by
setting a default boot path for the kernel. The shortcut allows you
to type only the b command in lieu of a longhand boot command
from the SCM prompt.

For an explanation of boot path syntax, see “Booting from the SCM
prompt.”

. Type the f (format) command at the SCM prompt. The SCM

Configuration Menu appears:
scvs £ )
View or Change System Configuration

Change boot parameters

Change console parameters
Change mouse parameters

Change printer parameters
. View memory configuration
Change testing parameters
. Return to previous screen

~N o 0w

Enter choice(s) ->

. Type the option 1 followed by Enter to change boot parameters.

The following menu appears.

Change Boot Parameters

1 Change system boot path

2 Change diagnostics boot path

3 Change data transfer mode [BLOCK]

4 Return to previous screen

Enter choice(s) ->

. Type the option 1 again, followed by Enter. The system displays the

current boot path. Enter y followed by Enter to change the path.

System boot path = [sd(insc(0),0,0)root:/dgux.installer]

Do you want to modify the boot path? [N] y )

. Enter the new boot path at the prompt. The system them prompts

for confirmation.

Two boot disk examples follow. The first one is for a system having
a SCSI system (boot) disk; it boots to a run level of 3 automatically.
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Enter new system boot path -> sd(inse(0),0,0)root:/dgux -3)
System boot path = [sd(insc(0),0,0)root:/dgux -3]
Do you want to modify the system boot path? [no] ),

The next example is for a system having an ESDI system disk; it
boots to a run level of 3 automatically.

Enter new system boot path -> cied()root/dgux -3 )
System boot path = [cied( )root:/dgux]
Do you want to modify the system boot path? [no] ),

The system then offers to boot via the path you specified:

Do you want to boot [N]

. If you want to reboot immediately, answer yes to the next question.

Otherwise, accept the N default, and return to the SCM prompt.

. The Change Boot Parameters menu appears. Choose option 4.

The View or Change System Configuration menu is appears.
Choose option 7 to go to the SCM prompt.

From now on you can type the letter b followed by Enter at the
SCM prompt to boot the kernel.

Setting the automatic reboot behavior to
handle panics

You can use the dg_sysctl shell command to define your system’s
booting behavior following a panic situation. You can establish
whether or not the DG/UX system will automaticeally reboot and
identify the mass-storage device to receive a system dump.

The syntax follows:

dg_sysctl [-t][-r reboot-state][-b “boot-path”][-d autodump-state] [-f “dump-device”]

where:

-t Makes a temporary change. The change does not persist
following the system reboot. The default specifies a
permanent change.

-r Sets the system’s reboot behavior. If reboot-state is auto, the
system automatically reboots after a panic. If reboot-state is
halt, the system does not automatically reboot after a
panic. The default is halt.
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Sets the system’s boot path. The boot path must conform to
the SCM boot syntax. The boot-path is the path to use when
the system is rebooted. Be sure to surround the boot path
with double quotation marks (” “). For an explanation of
boot path syntax, see “Booting from the SCM prompt.”

Sets the system’s autodump behavior. If autodump-state is
auto, the system attempts to dump to dump-device after a
panic. A tape must be present in the drive in the event of a
dump. If autodump-state is skip, the system does not
attempt to dump to dump-device after a panic. If
autodump-state is ask, the system asks if you wish to take a
system dump after a panic. The default is ask.

Sets the system’s dump-device to be used during a panic.
The default value for the DUMP variable is set in the
/usr/etec/master.d/dgux file and can be reset in the system
configuration file. For an AViiON 4000 OS server, for
example, the default boot tape device is st(insc(0),4,0). For
an OS client, a dump is submitted over the network inen()
to the OS server’s dump device.

dump-device

is the name of the DG/UX device to which a panic dump is
written.

Viewing the currently-defined automatic reboot

behavior

Entered with no arguments, the dg_sysctl command reports the
current values for the arguments that it can set:

# dg_sysctl

The values determine the boot path, whether or not the boot path is
permanently changed, if the system will automatically autoboot
following a panic or halt and query you about taking a dump, and
the dump device. -

Enabling automatic reboot and dumping after a panic

The following example of the dg_sysctl command enables
auto-rebooting after a panic:

# dg_sysctl -r auto -b ”sd(insc(0),0,0)root:/dgux -3” ~d auto —f ”st(insc(0),4)”

This example reboots the kernel located at the specified boot path to
a run level of 3. The command also enables auto-dumping after a
panic. The dump goes to st(insc(0),4), a SCSI tape device with a
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SCSI ID of 4 that is attached to the first (0) integrated SCSI
controller.

Make sure you have an appropriate tape inserted in the drive of the
dump device. If the system panics, a dump is written to the
specified device automatically.

Setting DG/UX parameters that control
the boot process

Various DG/UX parameters control what actions occur on your
system when it boots. These actions include checking file integrity,
cleaning up after unfinished jobs of various kinds, and starting
programs that provide various system services.

To display these parameters, which appear in /etc/dgux.params,
use the sysadm operation System-> Parameters-> Get. To turn
boot actions on or off, use the operation System-> Parameters->
Set.

A list of the actions available through the Set operation appears
below, followed by a list of DG/UX parameters not accessible
through the Set operation. There is a help message for each
parameter in the Set operation.

Print Verbose Messages at Boot
Select this feature if you want verbose messages during
each run level change. The verbose messages are always
written to the /etc/log/init.log file. If you do not want to
see the verbose messages, leave this feature set to its
default value, off.

Check Password File at Boot
Select this feature if you want the system to check the
password file, /ete/passwd, for entries that lack passwords
each time the system boots. Leave this feature unselected if
you do not want the system to look for profiles without
passwords.

Check UUCP Files at Boot
Select this feature if you want the system to verify that
UUCP file permissions are correct each time the system
boots. The system corrects any inappropriate permissions. If
you do not use UUCP or if you are confident that the file
permissions are correct, do not select this feature.

Check for Packages Needing Setup at Boot
Select this feature if you want the system to check at boot
time for software packages that you need to set up. You may
want to use this feature if you frequently add new software
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Start

packages. If you seldom add new software packages, you
may not want to select this feature. If you do not select this
feature, the system will not alert you that you have to set
up new packages.

File System Checker Without Verification at
Boot

Select this feature if you want the system to start checking
the integrity of file systems without querying you each time
the system boots. If you do not select this feature, the
system will ask you every time it boots if you want to check
file systems. If you do not select this feature, realize that
the boot process will not continue until you have entered a
response at the system console. The system uses fsck(1M)
to check the integrity of file systems.

Boot without Verifying Date and Time

Select this feature if you want the system to boot without
asking you to verify the date and time. Leave this feature
unselected if you want the system to pause during boot and
ask you to verify the system date and time. If you do not
select this feature, realize that the boot process will not
continue until you have typed some response at the system
console. You may use the date command to set the date and
time while the system is running.

IMPORTANT: Setting the date and time while the system is at run

level 1 or higher may cause some system services (or
daemons) to behave improperly. For best results,
take your system to single-user mode before setting
date and time.

Download Async Ports at Boot

Mount

Start

Select this feature to load and start asynchronous
controllers at boot. If you do not select this feature, your
system terminals (and any other asynchronous devices, for
example, some printers) will not be available when the
system comes up. The system uses the tcload(1M)
command to load asynchronous controllers.

Local File Systems at Boot

Select this feature to mount all local file systems at boot.
Leave this feature unselected if you have no local file
systems or if you do not want them mounted at boot. Local
file systems are the ones listed in /etc/fstab that are not of
type nfs. Mounting a file system makes it available for use
on the system.

wmtd Daemon at Boot
Select this feature to start the wmtd(1M) daemon at boot.
The wmtd daemon allows you to use a WORM (write once,
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Start

Start

Start

Start

Start

read many) device as a tape device. If you have a WORM
device, you may want to select this feature. If you want to
specify any arguments for the wmtd command line, specify
them at the Arguments to wmtd prompt in this
operation. Leave this feature unselected if you do not have a
WORM device.

System Error Log Daemon at Boot

Select this feature to start the system error log daemon,
syslogd, at boot. We recommend that you start syslogd at
boot because some system facilities (such as the disk
mirroring portion of the kernel) use it. For information on
the system error logger, see Chapter 7.

System Accounting at Boot

Select this feature to start system accounting each time the
system boots. Make sure the appropriate cron job entries
appear in the superuser’s crontab file. For information on
the accounting system, see Chapter 16. For information
about cron, see Chapter 6 and the cron manual page.

cron Daemon at Boot

Select this feature to start the cron daemon each time the
system is booted. You should run this daernon unless you
are sure that none of your system’s users or packages are
using this service. This service is useful for running
commands submitted either via a crontab file or with the
at or batch commands. If you use the accounting system,
the LP (printer) subsystem, or the UUCP facility, you must
also run the cron daemon. For information about cron, see
Chapter 6 and the cron manual page.

lpsched Printer Scheduler at Boof

Select this feature to start the lpsched printer scheduler
daemon each time the system is booted. This daemon must
be running in order for users to print jobs with the Ip
command. This daemon also supports print requests
submitted with the lpr command. If not started at boot
time, you can start this daemon later with sysadm.

lpd Printer Scheduler at Boot

Select this feature to start the 1pd printer scheduler
daemon each time the system is booted. This daemon
supports print requests submitted with the Ipr command.

Preserve Editor Temporary Files at Boot

Select this feature to run the expreserve daemon each
time the system is booted. expreserve saves the temporary
files that are left behind when a system crash or other
interruption causes ex or vi editing sessions to quit
prematurely. If necessary, the expreserve daemon sends
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mail to users telling them how to restore interrupted editing
sessions. If any users on your system use ex or vi, you
should run this daemon.

Number of biod daemons
Enter the number of biod daemons to be started when the
system boots. biod daemons are used in performing
asynchronous I/0 between secondary storage and main
memory except for paging to local swap areas. For example,
file read-ahead, most file buffer write-backs, and paging to a
remote disk all use biod daemons. The more I/O expected
on the system, particularly ONC/NF'S I/O, the more
daemons are needed to service it. A good value for a typical
system using ONC/NFS is 8; fewer biod daemons may yield
equally good performance if the system is not used as an
ONC/NFS client (that is, if it does not access remote file
systems much).

Arguments to swapon
Enter arguments to the swapon command. The swapon
command runs each time you boot the system, checking the
/etc/fstab file for entries of type swap and making those
virtual disks available to the system as additional paging
area. You may specify the —a option to specify that the
system should use all swap areas appearing in /etc/fstab,
or you may specify particular virtual disks (for example,
/dev/dsk/swap_alt). Normally, the argument is a null
string, which specifies the one default swap device.

Arguments to wmtd
Enter the virtual-to-physical device mapping used by the
WORM-as-magnetic-tape server daemon. For example, if
you want /dev/wmt/0 and /dev/wmt/On to be associated
with the device /dev/rpdsk/2, then enter 0=/dev/rpdsk/2.
See wmtd for more information. Refer to the file
/etc/devlinktab to see how virtual devices map to physical
devices on your system. If you do not have a WORM device
on your system, you may ignore this query.

Arguments to expreserve
Enter the names of the directories where the vi and ex
editors create temporary files during editing sessions. The
expreserve daemon checks these directories for files left by
prematurely terminated ex and vi sessions. expreserve
moves these abandoned temporary files to /var/preserve.

Some DG/UX parameters are not accessible through the Set
operation. To change these, edit the /etc/dgux.params file. The file
contains comments to help you understand the parameters and the
accepted values.
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The parameters relevant to booting that you change by editing
/etc/dgux.params are:

dkctl_START
This parameter determines whether or not the system will
enable the write-verify mode of operation for selected disks.
Select disks for write-verify operation with the dketl
command. Once set, write-verify defaults appear in the
/etc/default/dkcetl file. The default is true. For more
information on the disk write-verify feature, see Managing
Mass Storage Devices and DG | UX™ File Systems.

fsck_ARG
This parameter provides the arguments to be supplied to
the file system checker, fsck, when it runs at boot time. The
default value is —xlp.

reboot_notify_START
This parameter determines whether or not the system sends
notification mail when it reboots. Upon rebooting, the

system sends mail to any local users listed in
reboot_notify_ARG. The default is false.

reboot_notify ARG
This parameter determines which local logins, if any,
receive mail indicating that a system reboot has occurred.
To receive notification, you must also set
reboot_notify_START, above, to true. By default, the
parameter is set to an empty value.

strtty_START
This parameter determines whether or not the system
pushes STREAMS modules for terminal devices at boot. The
default is true.

Changing run levels

You must be superuser to change run levels. You change run levels
with the init command.

Use this command line to go to run level 1, which is administrative
mode:

# init 1 )

Enter the following command to take the system to run level 2,
which is multiuser mode:

# init 2 )
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Enter the following command to take the system to run level 3,
which is multiuser mode with network services:

# init 3 )

Changing run levels causes the init program to read the inittab
file looking for all entries containing the specified run level in the
level field. The entries associate re scripts with run levels. The init
program then executes all of the re scripts associated with the
specified run level. The re scripts perform tasks such as turning on
accounting, starting the LP scheduler, and starting various
daemons. Output from the re scripts appears in the
/ete/log/init.log file.

You can also use the shutdown command to take the system down
to run level S, single-user mode.

Let’s follow the sequence that occurs when you invoke init to set a
run level. Assume that you want to make more services available to
your users. Your system has been booted and is going to be changed
from single-user mode, run level S, to multiuser mode, run level 3.
We'll track one of the processes invoked, syslog.

. Invoke the init program with the argument 3:

# init 3 )

. The init program scans the inittab file for all entries containing

the run level number 3 in the run level field.

. The init program invokes the rc.init 3 instruction which is in

the process field.

. The /sbin/rc.init program uses the run level number 3 as a pointer

to directory /etc/re8.d, which contains links to the scripts in
/usr/sbin/init.d. A script called rc.syslogd starts the syslogd
program.

. The re.init program then executes all scripts for run level 3; among

these is syslogd.

Changing the behavior of and adding
rc scripts

You can read the re (run command) scripts to see exactly what they
do. We recommend that you do not modify the scripts. You can add
your own if needed. For how to add your own re scripts, see Porting
and Developing Applications on the DG [ UX™ System.

The behavior of all re scripts is governed by data and arguments
set in a parameters file. There are several such parameters files:
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® /etc/dgux.params (shipped with the DG/UX system)
® /etc/tepip.params (shipped with TCP/IP)
® /etc/nfs.params (shipped with ONC/NFS)

For example, the re.nfsserv script starts and stops the nfsd
daemon. The more network interaction you have, the more copies of
the daemon you would want. The parameter you would change in
nfs.params is nfsd_ARG. To run twelve copies of the daemon, for
instance, set the parameter to:

nfsd_ARG="12"

System services started at boot

When a system boots, it loads and executes its kernel, the program
that provides operating system services. After initializing some of
its internal functions and, to some extent, the hardware, the kernel
starts the init process to start various system services not provided
in the kernel itself.

There are a number of system services that the DG/UX system
starts when it boots. The services become active at various run
levels. These services (not necessarily in order) include:

Package Setup Check
This service checks to see if any software packages on your system
are not set up.

Password Check
This service looks for user profiles that do not have passwords.

File System Checker
This service verifies file system integrity.

Local and Remote File Systems
This service makes local and remote (network) file systems
available.

Editor Preservation
This service restores editing sessions that may have terminated
abnormally.

Batch Job Services
This service manages batch jobs and jobs that run automatically on
a regular basis.

System Error Logger
This service handles messages produced by various other system
services.
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Terminal Lines
This service provides support for terminals and other ports.

Line Printers
This service provides line printer and print queue support.

Accounting
This service accumulates system statistics for accounting purposes.
By default, accounting is turned off.

Miscellaneous Service Daemons
This service starts miscellaneous daemons (background processes)
that provide a variety of services.

Network Services
These services manage the network software.

You can also define your own services for invocation at system boot
time.

DG/UX run levels

Table 3-1

A run level is the collection of script-started processes running as a
result of an invocation of init by the boot process or by a user at the
command line. Therefore, for example, run level 2 is the sum of
script-started processes invoked by an init 2 command.

Table 3-1 lists the DG/UX run levels.

DG/UX run levels

Run  Description
level

0 Halts the system.

Sors Single user mode. This low-level run mode is the default level the
system enters upon booting. Only the system defauit file systems
(/swap, /, and /usr) are mounted and available. No processes are
running except those of the person logged in as the root superuser;
essentially the only process running is init.

i Installation mode. All local file systems and disk services are
mounted and available, and essential processes are running. The
installman command is invoked to perform installation tasks. See
the installman manual page for more information.

1 Administrative mode. This mode is used to install and remove
software, and to perform administrative tasks such as checking file
systems and doing backups and restores. All local file systems are
mounted and available. Only processes associated with the system
console can run. You can login only at the console.

Continued
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Table 3—1

DG/UX run levels

Run  Description
level

2 Multiuser mode. This is the mode with the most service for those
who are not operating in a network environment and who are not
running the DG/UX X Window System software, Release 4. All local
file systems are mounted. Local users can log in at terminals and use
local facilities. Some out-bound network services are available.
Outside systems cannot contact this system over the network.
ONC/NFS services are not available.

3 Multiuser mode. This is the mode required to run DG/UX X Window
System software, Release 4 (on workstations, the X Display Manager
xdm is running). It is also the mode with remote file system sharing
(ONC/NFS services are available). Complete multiuser and network
services are available.

4 User-defined run level. Used primarily for applications. By default, the
same as run level 3.

5 Stops the system and goes to the SCM. This state is equivalent to
bringing the system to state S and issuing the halt command. See
the halt manual page for more information.

6 Stops and reboots the system using the default boot path. This state
is equivalent to bringing the system to state S and issuing the reboot
command. See the reboot manual page for more information.

a, b, ¢ Pseudo run levels. These can be specified without changing a run
level.

Normally, you establish a run level from an autoboot path you entered
through the SCM Menus or a sysadm menu selection. You can,
however, change run levels from the shell using the init command:

init run-level )

See the init manual page for more information on init command
arguments.

The services provided at each run level are contrclled by the run
command (re) scripts located in /usr/sbin/init.d. The mechanism
that ties a given service to a run level is the init program and the
link files located in the /ete/ren.d directories (where n is S, i, or one
of the numerals 0 through 6). Therefore, the init command, the
inittab file, and the rc scripts together define a run level and
determine what processes and services are available on your
system.

Run levels are cumulative: the higher the run level, the more
services available. Consider the case where you want to make more
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services available on a system currently running at single-user
mode. You can enter the command init 2 to change run levels
upward from single-user mode S.

You can define the run levels to provide whatever services you
choose by adding entries to the inittab file using the pseudo run
levels a, b, or c. Entering init a, for instance, invokes entries in the
inittab file that have an a in the level field.

If you configure your system to boot only to run level S or run

level 1, you will have to invoke the init command yourself to start
the desired services. At run level S or run level 1, the system
provides some basic services but not all of them. Generally, you get
the full complement of services at run level 3, which you reach with
this command.

When you boot the DG/UX system to run level 2 or 3, which are the
multiuser states:

® Local file systems are mounted in run level 2 (as they are in run
level 1).

® Remote file systems are mounted in run level 3.

® The error daemon, the batch job scheduler, various disk-related
services, the network status monitor, and the network lock
daemon are started.

® The LP system and UUCP are ready to use. The Service Access
Facility (SAF) monitors ports, providing whatever services you
have configured it to provide. SAF’s most notable service is
monitoring user terminal lines and starting the login program
for users who want to log in.

o Ifused, TCP/IP transmissions work outward in run level 2, and
work in both directions in run levels 3 and 4.

OS clients and OS servers operate at run level 3, since network
services are required to support OS clients.

rc scripts started for each run level

For systems with the TCP/IP and ONC/NFS packages (in addition
to the DG/UX system) loaded and set up, Table 3-2 shows which r¢
scripts are started per run level. Note the cumulative effect: the
higher the run level, the more processes are running. Blanks
indicate that a script is not running.

Table 3-2 rc scripts started for each run level
i S 0 1 2 3 4 5 6
rc.ups rc.ups rc.ups rc.ups rc.ups Ic.ups
rc.tcload rc.tcload rc.tcload rc.tcload
Continued
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Table 3-2  rc scripts started for each run level
i S 0 1 2 3 4 5 6
rc.update rc.update rc.update rc.update rc.update
rc.Jocalfs rc.localfs rc.localfs rc.localfs rc.localfs
rc.sync rc.sync rc.sync rc.sync
rc.lan rc.lan rc.lan rc.lan
rc.setup rc.setup rc.setup rc.setup
rc.daemon |rc.daemon |rc.daemon |rc.daemon
rc.install
IC.USIPIOC | IC.USIproc | rc.usrproc
rc.llc rellc rc.llc
rc.syslogd | rc.syslogd | rc.syslogd
rc.dgserv rc.dgserv rc.dgserv
rc.account | rc.account | rc.account
rc.cron rc.cron rc.cron
rc.lpsched | rc.lpsched | rc.lpsched
rc.preserve | rc.preserve | rc.preserve
rc.failover | rc.failover
rc.halt rc.halt
rc.reboot
rc.tcpip- rc.tepip- rc.tepip-
port port port
rc.tepip- rc.tepip-
serv serv
rc.ypserv | rc.ypserv | rc.ypserv
rc.nfslockd | re.nfslockd | rc.nfslockd
rc.nfsserv | rc.nfsserv
rc.nfsfs rc.nfsfs

For an explanation of each re script, see “rc scripts.”

Files and scripts that control booting to

specific run levels

The inittab file contains entries specifying which processes will be
invoked at which run level. The init program reads the entries in
inittab. When an inittab entry matches the specified run level,
init passes it to a shell for execution.
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rc scripts

The re.init script, when called with an argument S through 6,
executes the scripts in the given reN.d directory. The processes are
invoked according to K (kill) and S (start) switches.

The scripts in the reN.d directories are run command (rc) scripts.
The re scripts start and stop system services required by run levels
S through 6. Output from re scripts goes to /ete/log/init.log.

The reN.d directories are used to organize and order the set of run
command scripts associated with a particular run level. To avoid
duplicate scripts and the problem of maintaining consistency among
duplicate scripts, the entries in an reN.d directory are links to a
specific re script in init.d.

The init.d directory contains all of the re scripts. Some are started
at many run levels; some are started at one level and stopped at all
other levels; some are started and never stopped until reboot time.

When re.init invokes a run level, the characteristics of that run
level are produced by the execution of specified re¢ and check scripts
in /usr/sbin/init.d.

The rec scripts are located in /usr/sbin/init.d and all have the
prefix re. These scripts are invoked with either a start or stop
argument.

The re scripts shipped with the DG/UX system and their functions
are:

rc.ups Starts the UPS (uninterruptible power supply)
daemon (for systems with the UPS subsystem
hardware only). This script runs in single-user mode

and in levels 0 through 4.

rc.tcload Loads the SYAC driver code once for run levels 1, 2,
3, and 4.

rc.update Starts various disk-related services in run levels i,

1, 2, 3, and 4. These services include the block I/O
daemon (biod) and the write-verify service.

rc.localfs Mounts local file systems listed in /etc/fstab in run
levels i, 1, 2, 3, and 4; unmounts them in all other
run levels. A local file system is one of type dg/ux,
ramdisk, dos, or cdrom. The value of the
localfs_ARG variable, set in /etc/dgux.params,
determines which file system types to mount.
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re.sync

rc.lan

rc.setup

rc.daemon

rc.install

rc.links

rc.usrproc

rcdle

re.syslogd

rc.dgserv

rc.account

rc.cron

rc.lpsched

rc.preserve

rc.failover

Loads the synchronous controllers used for
wide-area network (WAN) communication. This
script runs at run levels 1 through 4.

Loads the controllers used for local-area network
(LAN) communication. This script runs at run levels
1 through 4.

Displays packages that have not been set up at
initial boot.

Starts miscellaneous daemons.

Performs installation of the DG/UX system. This
script runs only at run level i.

Create, list, or remove links in the /ete/re?.d
directories, where ? is a regular expression
pattern-matching metacharacter. This runs only
when you set up the DG/UX systern (not during a
regular change of run level). You can, if you wish,
use re.links to create, list, or remove your own
links. This file is a binary executable rather than a
shell script.

Kills all user processes in run levels S, 0, 1, 5, and 6.

Starts the llc daemon (lled), which provides logical
link control services in run levels 2, 3, and 4.

Starts the syslog error logging program in run
levels 2, 3, and 4; kills it in all other run levels.

Starts DG/UX system services in run levels 2, 3, and
4. This script starts the dgsved daemon, which
provides services for the AV/ALERT facility.

Starts the /usr/lib/acct/startup services and
processes in run levels 2, 3, and 4; stops those
processes in all other run levels.

Starts the cron daemon in run levels 2, 3, and 4;
kills it in all other run levels.

Starts the lpsched daemon in run levels 2, 3, and 4;
kills it in all other run levels.

Invokes the expreserve command in run levels 2,
3, and 4 to recover editor files saved during a
system crash.

Starts failoverd(1M) for communicating with
another host used for failover disks. This script runs
at levels 3 and 4.
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rc.halt Halts the processor, taking it to the SCM. This
script runs at run levels 0 and 5.

rc.reboot Halts and reboots the system. This script runs only
at run level 6.

rc.tepipport Sets hostname, host ID, network security, and
initializes network I/O boards in run levels 2, 3, and
4. These are not set in any other run levels.

rc.tepipserv In run levels 3 and 4, starts whichever TCP/IP
daemons are defined to run on your system. The
TCP/IP daemons are telnetd, ftpd, tftpd, smtpd,
rlogind, rwhod, rshd, and rexecd. The
rc.tepipserv script kills them in all other run
levels.

re.ypserv Starts the yp and portmap daemons, and sets the
domain name in run levels 2, 3, and 4; kills these in
all other run levels.

rc.nfslockd Starts daemons for ONC/NFS file locking, statd
and lockd.

rc.nfsserv Starts the portmap, rwalld<ns1:XMLFault xmlns:ns1="http://cxf.apache.org/bindings/xformat"><ns1:faultstring xmlns:ns1="http://cxf.apache.org/bindings/xformat">java.lang.OutOfMemoryError: Java heap space</ns1:faultstring></ns1:XMLFault>